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Comment Template for
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Please submit responses to:
sec-cert@nist.gov by July 19, 2019

# 0rg:‘:|nz;t|on Submitted By | Type* | Page #* IS_:::';,? IIE_?:;"#Q Section # (nclude ra ti?)z:‘l??:rt g Suggested Change”?
Unclear why NIST SP 800-171B would apply to organizations which are NOT collecting or |Recommend changing applicability to nonfederal organizations
M. Pearson & B. maintaining information on behalf of a federal agency or using or operatingasystem on  |that DO collect or maintain information on behalf of a federal
1 SAIC Dobbs G 2 246 248 1.1 behalf of an agency. agency, etc.
M. Pearson & B. Recommend combining 3.2.1e & 3.2.2einto asingular training
2 SAIC Dobbs G 14 522 549 3.2 Unclear why training enhancements are split into two controls. enhancement control.
Not clear who this training would be applicable to. Would this training & exercises be
M. Pearson & B. limited to administrative users of applicable components, all users of applicable Suggest clarifying which specific roles or groups which the
3 SAIC Dobbs G 14 522 549 3.2 components, or all nonfederal organizational users. enhanced training would be applicable too.
M. Pearson & B. Recommend limiting scope and applicability of this
4 SAIC Dobbs G 16 597 602 3.4 Unclear how component costs play into securing against APT threat. enhancement.
NISTSP 800-171B isintended to be applicable to only those components handling
M. Pearson & B. critical information, but this control appears to expand the scope of applicability to the |Recommend limiting scope and applicability of this
5 SAIC Dobbs G 25 750 771 3.11 organizational enterprise-wide level. enhancement.

All public comments received will be posted at https://csrc.nist.gov/projects/protecting-cui/public-comments and https://www.regulations.gov
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