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The biggest concern from an entity is trying to control CUl on portable media which is on the
corporate network. Controlling portable media on the nuclear network is easier as it has already
been established and is part of the NCR regulations. Portable media on the corporate network is not
cost effective and trying to track who has what portable media in not feasible. If an entity issues out
portable media to employees, what happens if the portable media is lost, stollen, or if the employee
quits, dies or retires. An entity is limited on the recovery of the portable media and who knows what
information is being stored on the portable media.

If CUl is treated as safeguards information or has the same stipulations as safeguards information, it
will be more feasible for an entity to control access, and portable media. Also there cannot be any
remote access into a system with SGI, so that issue will also be solved.

Tosh Keele, MS | Analyst, Sr Lead
CSO-Security Regulations
Entergy - Office of the Chief Security Officer (CSO)

“The secret is to work less as individuals and more as a team. As a coach, | play not my
eleven best, but my best eleven.” ~ Knute Rockne

This message is intended for the exclusive use of the intended addressee. If you have received
this message in error or are not the intended addressee or his or her authorized agent, please
notify me immediately by e-mail, discard any paper copies and delete all electronic files of
this message.
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