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|EEE Standards documents are developed within the Technical Committees of
the IEEE Societies and the Standards Coordinating Committees of the IEEE Stan-
dards Board. Members of the committees serve voluntarily and without compensa
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Introduction

(This introduction is not a part of IEEE Std 802.1F-1993, |IEEE Standards for Local and Metropolitan Area Networks:
Common Definitions and Procedures for |EEE 802 Management Information.)

This standard is part of a family of standards for local and metropolitan area networks. The relationship

between the standard and other members of
|EEE standard numbers.)

the family is shown below. (The numbers in the figure refer to

802.2 LOGICAL LINK

802.10 SECURITY

802 OVERVIEW & ARCHITECTURE*
802.1 MANAGEMENT

802.1 BRIDGING DATA
LINK
LAYER
802.3 802.4 802.5 802.6
MEDIUM MEDIUM MEDIUM MEDIUM
ACCESS ACCESS ACCESS ACCESS
802.3 802.4 802.5 802.6 PT;?(IESL
PHYSICAL PHYSICAL PHYSICAL PHYSICAL

* Formerly |EEE Std 802.1A.

Thisfamily of standards deals with the Physical and Data Link layers as defined by the I nternational Organi-
zation for Standardization (1SO) Open Systems Interconnection Basic Reference Model (1SO 7498 : 1984).
The access standards define several types of medium access technologies and associated physical media,
each appropriate for particular applications or system objectives. Other types are under investigation.

The standards defining these technologies are as follows:

« |IEEE Std 802™:

- IEEE Std 802.1B
[1SO DIS 15802-2]:

* |SO/IEC 10038
[ANSI/IEEE Std 802.1D]:

« IEEE Std 802.1E
[1SO DIS 15802-4]:

Overview and Architecture. This standard provides an over-
view to the family of |EEE 802 Standards. This standard forms
part of the 802.1 scope of work.

LAN/MAN Management. Defines an Open Systems Intercon-
nection (OSl) management-compatible architecture, and ser-
vice and protocol elements for use in a LAN/MAN
environment for performing remote management.

MAC Bridging. Specifies an architecture and protocol for the
interconnection of 1EEE 802 LANs below the MAC service
boundary.

System Load Protocol. Specifies a set of services and protocol
for those aspects of management concerned with the loading of
systems on |EEE 802 LANSs.

TThe 802 Architecture and Overview Specification, originally known as |EEE Std 802.1A, has been renumbered as |EEE Std 802. This
has been done to accommaodate recognition of the base standard in afamily of standards. Referencesto |EEE Std 802.1A should be con-

sidered as references to IEEE Std 802.



* |SO 8802-2 [ANSI/IEEE Std 802.2]: Logical Link Control

* |SO/IEC 8802-3 [ANSI/IEEE Std 802.3]: CSMA/CD Access Method and Physical Layer Specifications
* |SO/IEC 8802-4 [ANSI/IEEE Std 802.4]: Token BusAccess Method and Physical Layer Specifications
* ISO/IEC 8802-5 [ANSI/IEEE Std 802.5]: Token Ring Access Method and Physical Layer Specifications

* |[EEE Std 802.6 [ISO/IEC DIS 8802-6]:  Metropolitan Area Network Access Method and Physical
Layer Specifications

* |[EEE Std 802.10: Interoperable Local Area Network (LAN) Security, Currently
Contains Secure Data Exchange (SDE)

In addition to the family of standards, the following is a recommended practice for a common technology:

* |EEE Std 802.7: IEEE Recommended Practice for Broadband Loca Area
Networks

The reader of this standard is urged to become familiar with the complete family of standards.

Conformance test methodology

An additional standards series, identified by the number 1802, has been established to identify the conform-
ance test methodology documents for the 802 family of standards. This makes the correspondence between
the various 802 standards and their applicable conformance test requirements readily apparent. Thus the
conformance test documents for 802.3 are numbered 1802.3, the conformance test documents for 802.5 will
be 1802.5, and so on. Similarly, 1SO will use 18802 to number conformance test standards for 8802
standards.

802.1F-1993

This standard defines common management information types and procedures. It also provides guidance to
developers of standards for management information related to IEEE 802 LAN/MAN technologies with
respect to the appropriate techniques and notational conventions that should be applied when defining such
information for use with 1SO/IEC 15802-2 [ANSI/IEEE Std 802.1B-1992 and |EEE Std 802.1k-1993],
LAN/MAN Management, or ISO/IEC 9596-1 : 1991, Common Management Information Protocol (CMIP).

This standard contains state-of-the-art material. The area covered by this standard is undergoing rapid evolu-
tion; revisions are anticipated to this standard within the next two years to clarify existing material and to
incorporate new related material. Information on the current revision state of this standard may be obtained
from

Secretary, |EEE Standards Board
445 Hoes Lane

PO. Box 1331

Piscataway, NJ 08855-1331
USA



|EEE 802 committee working documents are available from

IEEE Document Distribution Service

C/O Alpha Graphics ATTN: P. Thrush
10201 N. 35th Ave.

Phoenix, AZ 85051

USA
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IEEE Standards for Local and Metropolitan Area
Networks: Common Definitions and Procedures
for IEEE 802 Management Information

1. Overview

This standard identifies management information and procedures applicable across the entire family of
|IEEE 802 LAN/MAN standards within the architectural framework for LAN/MAN Management specified
in |EEE Std 802-1990.1 It specifies common management information, such as attributes to represent MAC
addresses and managed objects to represent configurable gauges. It also addresses the need of developers of
LAN/MAN management specifications for common procedures to develop, describe, and register manage-
ment information.

Development of management specifications that permit remote management of resources in a communica
tions environment involves coordinated activity of many independent developers, in international standards
bodies, implementors’ workshops, vendor organizations, etc. There isadanger that thiswill result in specifi-
cations that are inconsistent, incomplete, and inefficient. The goal of this document is therefore to provide
both common definitions and common procedures to avoid inconsistency and duplication of effort in IEEE
802 LAN/MAN standards.

|EEE 802 LAN/MAN management information is based upon the following:

@) The architectural framework for LAN/MAN management as described in IEEE Std 802-1990 (See
Note below), and further refined in ISO/IEC DIS 15802-2;

NOTE—Current work is under way to refine the description of the management architecture for the IEEE 802
family of standards that is contained in IEEE Std 802-1990.

b) Managed objects and management information as described in ISO/IEC 10165-1 : 1992;
¢) Notational techniques for defining managed objects as described in 1ISO/IEC 10165-4 : 1992; and
d) Thegeneric definitions contained in ISO/IEC 10165-2 : 1992.

To this base material, this standard adds common definitions and procedures that apply to development of
managed object definitionsin the LAN/MAN environment.

L nformation on references can be found in clause 3.
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2. Scope

This standard provides the following two types of information to the developers of layer-, sublayer-, or
resource-specific management specifications:

a) Definition of common management information such as attributes, managed object classes, pack-
ages, behaviours, and encodings of information used by LAN/MAN Management.

b)  Common procedures required for specification of LAN/MAN Management, such as relationships to
other common management information specifications and methods for registering management
information within IEEE 802 standards.

This standard provides assistance and guidance to the developers of LAN/MAN management specifications
that will

— Reduce duplication of effort by identifying commonly useful definitions and procedures.
— Encourage consistency between such specifications.

— Encourage the development of such specifications in a manner that will ensure compatibility with
LAN/MAN Management specifications (ISO/IEC DIS 15802-2, ISO/IEC 8802-3 Amendment 11,
and 1SO 7498 : 1984) and with |SO/IEC 9595 : 1991 and 9596-1 : 1991.

To this end, this standard specifies the following:

— A set of definitions of commonly useful managed object and attribute types that build upon the
generic definitions contained in DMI.

— The use of the Structure of Management Information (SMI) standards (ISO/IEC 10165-1 : 1992,
10165-2 : 1992, and 10165-4 : 1992) as the basis for the definition of management information and
managed objectsin aLAN/MAN environment.

— Procedures to be used in defining and registering management information within |IEEE 802 LAN/
MAN standards.

An informative annex is also included with guidelines toward recommended common approaches to be used
for the documentation of LAN/MAN Management specifications.

This standard does not constrain the development of |ayer-specific management specifications.

This standard is applicable to the development of IEEE 802 management specifications that define the
following:

— Management information that is to be transferred or manipulated by means of management protocol,
in particular, that which is specified in 1ISO/IEC 15802-2 and 1SO/IEC 9596-1 : 1991.

— The managed objects to which that information relates.

NOTE—AIthough the target audience for this standard is developers of managed object definitions relevant to LAN/
MAN technologies, the information contained herein may also be of relevance to members of other communities.
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3. References

The following standards contain provisions which, through references in this text, constitute provisions of
this standard. At the time of publication, the editions indicated were valid. All standards are subject to revi-
sion, and parties to agreements based on this standard are encouraged to investigate the possibility of apply-
ing the most recent editions of the standards listed below.

ANSI ISSB990, Procedures for Registering Names for American National Standards Notation One
(ASN.1).2

|EEE Std 802-1990, |IEEE Standards for Local and Metropolitan Area Networks: Overview and Architecture
(ANSI).3

ISO 7498 : 1984, Information processing systems—Open Systems Interconnection—Basic Reference
Model.4

ISO/IEC 7498-4 : 1989, Information processing systems—Open Systems |nterconnection—Basic Refer-
ence Model—Part 4: Management Framework.

|SO/IEC 8802-3 Amendment 11 [ANSI/IEEE Std 802.3k-1992], Information technology—L oca and met-
ropolitan area networks—Part 3: Carrier sense multiple access with collision detection (CSMA/CD) access
method and physical layer specifications—L ayer management for 10 Mbit/s baseband repeaters.

ISO/IEC DIS 8802-6...° [ANSI/IEEE Std 802.6-1990], Information technology—Local and metropolitan
area networks—Part 6: Distributed queue dual bus (DQDB) subnetwork of a metropolitan area network
(MAN).

ISO/IEC 8824 : 1990, Information technology—Open Systems Interconnection—Specification of Abstract
Syntax Notation One (ASN.1).

ISO/IEC 9595 : 1991, Information technology—Open Systems Interconnection—Common management
information service definition.

ISO/IEC 9596-1 : 1991, Information technology—Open Systems I nterconnection—Common management
information protocol—Part 1: Specification.

ISO/IEC 10040 : 1992, Information technology—Open Systems Interconnection—Systems management
overview.

ISO/IEC 10164-1: 1992, Information technology—Open Systems Interconnection—Systems manage-
ment—~Part 1: Object Management Function.

ISO/IEC 10164-2 : 1992, Information technology—Open Systems Interconnection—Systems manage-
ment—~Part 2: State Management Function.

2ANSI publications are available from the Sales Department, American National Standards Institute, 11 West 42nd Street, 13th Floor,
New York, NY 10036-8002, USA.

SIEEE publications are available from the Institute of Electrical and Electronics Engineers, 445 Hoes Lane, PO. Box 1331, Piscataway,
NJ 08855-1331, USA.

4150 and ISO/IEC publications are available from the 1SO Central Secretariat, 1 rue de Varembé, Case Postale 56, CH-1211, Genéve
20, Switzerland/Suisse.

SPresently at state of draft International standard.
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ISO/IEC 10164-3: 1992, Information technology—Open Systems Interconnection—Systems manage-
ment—~Part 3: Attributes for Representing Relationships.

ISO/IEC 10164-4 : 1992, Information technology—Open Systems Interconnection—Systems manage-
ment—~Part 4: Alarm Reporting Function.

ISO/IEC 10164-5: 1992, Information technology—Open Systems Interconnection—Systems manage-
ment—~Part 5: Event Report Management Function.

ISO/IEC 10164-6 : 1992, Information technology—Open Systems Interconnection—Systems manage-
ment—Part 6: Log Control Function.

ISO/IEC 10164-7 : 1992, Information technology—Open Systems Interconnection—Systems manage-
ment—~Part 7: Security Alarm Reporting Function.

ISO/IEC 10164-8 : 1993, Information technology—Open Systems Interconnection—Systems manage-
ment—Part 8: Security Audit Trail Function.

ISO/IEC DIS 10164-9..., Information technology—Open Systems Interconnection—Systems manage-
ment—Part 9: Objects and Attributes for Access Control.

ISO/IEC DIS 10164-10..., Information technology—Open Systems Interconnection—Systems manage-
ment—Part 10: Accounting Meter Function.

ISO/IEC DIS 10164-11..., Information technology—Open Systems Interconnection—Systems manage-
ment—Part 11: Workload Monitoring Function.

ISO/IEC DIS 10164-13..., Information technology—Open Systems Interconnection—Systems manage-
ment—~Part 13: Summarization Function.

ISO/IEC 10165-1 : 1992, Information technology—Open Systems | nterconnection—Management informa-
tion services—Structure of management information—~Part 1: Management Information Model.

ISO/IEC 10165-2 : 1992, Information technology—Open Systems | nterconnection—Management informa-
tion services—Structure of management information—~Part 2: Definition of management information.

ISO/IEC 10165-4 : 1992, Information technology—Open Systems I nterconnection—M anagement Informa-
tion Services—Structure of management information—~Part 4. Guidelines for the definition of managed
objects.

ISO/IEC DIS 15802-2... [ANSI/IEEE Std 802.1B-1992 and |EEE Std 802.1k-1993], Information technol-
ogy— Telecommunications and information exchange between systems—L ocal and metropolitan area net-
works—Common specifications—Part 2: LAN/MAN management, service and protocol.
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4. Definitions

4.1 Basic Reference Model definitions

This standard makes use of the following terms defined in 1SO 7498 : 1984:

a)
b)
0)
d)
e
f)
0)

(N)-connection
(N)-entity

(N)-layer
(N)-protocol

(N)-sap

open system

systems management

4.2 Management Framework definition

This standard makes use of the following term defined in ISO/IEC 7498-4 : 1989:

a)

managed object

4.3 Systems Management Overview definitions

This standard makes use of the following terms defined in |SO/IEC 10040 : 1992:

a)
b)
0)
d)
e
f)
9)
h)
i)
)i

agent

layer management protocol
managed object class
management information
manager

notification

notification type

(systems management) operation
system managed object

systems management protocol

IEEE
Std 802.1F-1993

4.4 Structure of Management Information (SMI) Information Model definitions

This standard makes use of the following terms defined in ISO/IEC 10165-1 : 1992;

a)
b)
0)
d)
€
f)
0)
h)
i)
)]
k)
)

abstract datatype
attribute type
behaviour
containment
encapsulation
inheritance
inheritance hierarchy
managed object boundary
name binding
(conditional) package
subclass

subordinate object
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m) superclass
n)  superior object

4.5 Common Management Information Service (CMIS) definitions
This standard makes use of the following terms defined in ISO/IEC 9595 : 1991:

a) attribute
b) Common Management Information Services

4.6 Abstract Syntax Notation One (ASN.1) definitions
This standard makes use of the following terms defined in |SO/IEC 8824 : 1990:

a) object identifier
b) type

4.7 Guidelines for the Definition of Managed Objects (GDMO) definitions
This standard makes use of the following terms defined in ISO/IEC 10165-4 : 1992:

a) managed object class definition
b) template

4.8 LAN/MAN Management definitions

This standard makes use of the following terms defined in ISO/IEC DIS 15802-2, | SO/IEC 8802-3 Amend-
ment 11, and SO 7498 : 1984:

a LAN/MAN Management

4.9 Exponentially Weighted Moving Average (EWMA) metric monitor definitions
This standard defines the following terms for use in the EWMA metric monitor managed object definition:

4.9.1 granularity period: As defined in ISO/IEC DIS 10164-11, the time between observations. For this
standard, it is the time between two successive scans and is denoted by the symbol “GP”

4.9.2 numeric attribute: An attribute whose value may be either integer or real.

4.9.3 observed attribute: An attribute of a managed object whose value is being observed by an EWMA
metric managed object.

4.9.4 observed managed object: A managed object with one or more observed attributes.
NOTE—In this standard, only a single attribute is ever observed.
4.9.5 scan: A sampling process of observing attribute values at a specified point in time.

NOTE—In this standard, only asingle attribute value is ever scanned.



IEEE
COMMON DEFINITIONS AND PROCEDURES FOR IEEE 802 MANAGEMENT INFORMATION Std 802.1F-1993

4.9.6 metric: A value calculated from observed attribute values.

4.9.7 metric attribute: An attribute of a metric managed object whose value is either used as a parameter of
one or more metric algorithms or whose val ue represents the output of such an algorithm.

4.9.8 metric algorithm: The behaviour of a metric managed object that models a formalized process to cal-
culate specified results.

4.9.9 metric managed object: A managed object that contains at least one metric attribute whose value is
calculated from values of attributes observed in managed objects.

4.9.10 monitoring: That aspect of performance management concerned with tracking the system activities
in order to gather the appropriate data for determining performance.

4.9.11 rate: The change in avaue over a specified period of time.

NOTE—Instantaneous rate is the derivative of the value with respect to time and cannot generally be measured. The
measured rate approaches the instantaneous rate as the specified period of time approaches zero.

4.9.12 derived gauge: The computed difference between values of a counter type attribute sampled in suc-
cessive scan intervals.

4.9.13 EWMA (exponentially weighted moving average) algorithm: A specific metric algorithm whose
behaviour emphasizes recent observation values and that can also, depending upon initialization, transpar-
ently pass through the behaviour of the observed gauge or derived gauge type attribute.

NOTE—The EWMA a gorithm specified by this standard is defined in annex A, A.7.

4.10 Abbreviations and acronyms

The following acronyms and abbreviations are used in this standard:

ASN.1 Abstract Syntax Notation One

CMIP Common Management Information Protocol
CMIS Common Management Information Service
CPDU Convergence Protocol Data Unit

DIS Draft International Standard

DMI Definition of Management Information
EWMA Exponentially Weighted Moving Average
GDMO Guidelines for the Definition of Managed Objects
LAN Local Area Network

LLC Logical Link Control

MAC MediaAccess Control

MAN Metropolitan Area Network

oSl Open Systems Interconnection

Oul Organizationally Unique Identifier

PDU Protocol Data Unit

QOs Quiality of Service

SMI Structure of Management Information
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5. Concepts of management information and managed objects

This standard assumes the concepts of management information and managed objects as expressed in 1SO/
IEC 10165-1 : 1992 and I SO/IEC 10165-4 : 1992.

6. Common models

6.1 Resource type managed object

The resource type managed object class is used within IEEE 802 LAN/MAN resources to identify informa-
tion about the managed system such as resource name, manufacturer name, manufacturer OUI, and manu-
facturer product version. This managed object is used to identify any resource within a LAN/MAN system;
however, the information is provided by the manufacturer and is read-only.

6.1.1 Containment of resource type managed object

A singleinstance of the resource type managed object may be contained within any managed object that rep-
resents a resource.

NOTE—This standard defines a name binding that permits an instance of the resource type managed object class to be
contained within instances of “1SO/IEC 10165-2":system.

6.2 MAC address attribute

A common representation for MAC address attributes is specified by this standard. Consistent with 5.2.2 of
|EEE Std 802-1990, 48-bit MAC addresses have afixed length of 6 octets.

Consistent with 6.5.1.2.1.2 of ISO/IEC DIS 8802-6, 60-bit MAC addresses have a fixed length of 8 octets.
For purposes of this standard, a hexadecimal display representation is defined for 60-bit addresses, AB-CD-
EF-GH-1J-KL-MN-OP. Each symbol, “A,” “B,” etc., represents a 4-bit hexadecimal digit. The leftmost hexa-
decimal digit, “A,” represents the 4-bit address type field. The remaining 15 hexadecimal digits, “B” through
“P” represent the 60-bit MAC address, as defined in I SO/IEC DI'S 8802-6.

NOTE—As in the 48-bit display representation used in |EEE Std 802-1990, this 60-bit display representation is not the
form of the MAC address attribute, but is used only to map the 4-bit hexadecimal digits of the 60-bit MAC addressto the
bits of the MAC address attribute.

Since the MAC address attribute is represented by a fixed length octet string, the MAC address type (48 bit
vs. 60 bit) can be determined by examining the attribute value. An attribute value 6 octets in length is a 48-
bit MAC address; an attribute value 8 octets in length is a 60-bit MAC address.

6.3 EWMA metric monitor managed object

The EWMA metric monitor managed object can be used within IEEE 802 LAN/MAN managed systems.
This managed object is used to observe any attribute that behaves like a counter (which can be used as input
for a derived gauge) or gauge. If the observed attribute is a counter, the EWMA metric monitor managed
object may derive a gauge value from the counter. In this case, the derived gauge value is the difference
between successive observations of the counter. If the observed attribute is a gauge, the derived gauge value
will be equal to the observed attribute at the time of each observation. The EWMA metric monitor managed
object may have a severity indicating gauge-threshold applied to the gauge attribute. The managed object
may emit a quality of service alarm notification whenever the threshold value is crossed. The alarm notifica-
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tion can be generated on either increasing or decreasing threshold crossings (with hysteresis). Observed data
is smoothed by the EWMA smoothing algorithm. Depending upon the initialization of attributes, this sum-
marization function can be used to provide either an exponentially weighted behaviour or a simple differ-
ence (between scans) behaviour.

6.3.1 Model for EWMA metric monitor

The EWMA metric monitor monitors values of an attribute in an observed managed object. The observed
attribute is monitored at intervals specified by the granularity period. A gauge value (derived gauge) is
derived from the values of the observed attribute. The value of the derived gauge attribute shall remain the
same until the next observation.

The observed attribute can be monitored either as a counter or as a gauge. If the counter difference package
is present, the observed attribute is treated as a counter, and the counter difference algorithm is applied to
derive the gauge value. If the counter difference package is absent, the observed attribute is treated as a
gauge value. In any case, the observed attribute is not affected and may still be used independently. No other
knowledge is assumed regarding the characteristics of the observed attribute.

An estimate of the mean of the derived gaugeis calculated. A threshold is applied to the estimate of the mean
value. If the threshold value is exceeded (subject to hysteresis), an alarm notification shall be generated
(ISO/IEC 10164-7 : 1992).

6.3.2 Properties of EWMA metric monitor managed objects
The EWMA metric monitor managed object type defined in this standard has attributes for

a) Theidentification of the EWMA metric monitor managed object;

b) Theidentification of a managed object to be monitored and its attribute to be observed;
¢) Thefrequency of observations,

d) Theindication of the result value of the observations; and

€) Thethreshold value(s) at which to report increasing/decreasing alarms.

EWMA metric monitor managed objects may be created as they are needed. If more than one observation is
to be made, then a separate EWMA metric monitor managed object shall be created for each such observa-
tion. If the managed system creates an EWMA metric monitor managed object, a notification indicating that
an object was created may be emitted.

The EWMA metric monitor managed object shall have an attribute to identify the managed object under
observation and an attribute to identify the observed attribute.

The EWMA metric monitor managed object shall have an attribute indicating the value of the observed
attribute (actual or derived) and an attribute that indicates the value of the results of the EWMA agorithm.

The lifetime of the EWMA metric monitor managed object may be controlled by the managing system by
requesting the managed system to delete the EWMA metric monitor managed object. If the managed system
deletes an EWMA metric monitor managed object, a notification indicating object deletion may be emitted.

6.3.3 Threshold model

The EWMA metric monitor managed object is used to summarize the value of either a derived or an actual
gauge within an |EEE 802 managed system. The summarized value may be compared to threshold level val-
ues in order to trigger the generation of notifications when threshold level values are crossed. Thresholds
generated in this manner are termed severity indicating thresholds.
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The severity indicating threshold attribute type has all the behaviour of a gauge-threshold attribute type, as
defined in 8.4.2 of ISO/IEC 10165-2: 1992. As an enhancement to the syntax of the gauge-threshold
attribute type, it adds an optional severity indication parameter to the syntax of both the notifyHigh and noti-
fyLow submembers within each threshold level member.

The EWMA metric monitor managed object may have zero, one, or more threshold levels. Each of these
threshold levels may be triggered on either increasing or decreasing values. Each threshold level has a noti-
fyHigh and notifyL ow switch, which can used to implement hysteresis. The threshold can be set up to gener-
ate notifications when the mean of the observed value crosses either switch-boundary (with one notification
being “clear” if both boundaries are selected).

NOTE—Alarm notifications will not be emitted if the granularity period is set to zero or if al threshold level attributes
are removed. Alarm notifications will not be emitted if the administrative state is set to “locked.”

6.3.4 Relationship of EWMA metric monitor managed objects to other managed objects
6.3.4.1 Relationship attributes

The managed system uses internal mechanisms for conveying the observed attribute values to the metric
monitor managed object.

The EWMA metric monitor managed object has a relationship attribute to allow the identification of the
observed managed object and its attribute to be observed. The value of this relationship attribute shall be
read-write and isinitialized at the time of EWMA metric monitor managed object creation. The relationship
of an EWMA metric monitor managed object with an observed managed object is a one-way asymmetric
relationship.

6.3.4.2 Containment relationships

The EWMA metric monitor managed object may either be contained within the observed managed object or
within some other managed object. Multiple instances of the managed object may be contained within any
other managed object.

NOTE—This standard defines a hame binding that permits instances of the EWMA metric monitor managed object class
to be contained within instances of “1SO/IEC 10165-2":system.

7. Generic definitions

7.1 Managed objects

NOTE—The convention used for assigning GDMO labels for management information defined by this standard, e.g.,
oResourceTypel D, isgiven in annex D, D.2.4.9.

7.1.1 Resource Type ID managed object class (0ResourceTypelD)

The Resource Type ID managed object class can be used within IEEE 802 LAN/MAN resources to identify
information about the managed system. This managed object can be used to identify any resource within a
LAN/MAN system; however, the information is provided by the manufacturer and is read-only. No restric-
tions are placed upon the containment hierarchy for this class.

7.1.1.1 Resource Type ID behaviour

The attributes of this managed object class are read-only.

10
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7.1.1.2 Attributes of Resource Type ID
7.1.1.2.1 Resource Type ID name (aResourceTypelDName)

This attribute is used to contain the name of the Resource Type ID managed object. This contains a fixed
value, “RTID.”

7.1.1.2.2 Resource info (aResourcelnfo)

This attribute is used to describe the resource. The attribute is structured and contains ManufacturerOUI,
ManufacturerName, M anufacturerProductName, and ManufacturerProductVersion.

7.1.2 Scanner managed object class (0Scanner)

The scanner managed object classis a superclass from which the ewmaM etricM onitor managed object class
is derived. It defines the facilities for periodically sampling the value of a specified attribute within a speci-
fied object. The scanner managed object classis never instantiated.

The scanner managed object class has a single conditional package:
a) Configuration events reporting package (present only if configuration events reporting is supported).

NOTE—The scanner managed object has been retained as a separate class in this standard in order to provide consis-
tency with the scanner managed object defined in |SO/IEC DIS 10164-13. This definition of scanner does not support all
of the packages defined in the ISO version. In particular, scheduling is not supported. Also, while the scope of monitor-
ing allowed by scanner is very flexible, the EWMA metric monitor managed object class limits the scope to a single
gauge or derived-gauge attribute in a single managed object.

7.1.2.1 Scanner behaviour

A managed object of this class represents the ability to retrieve values of some attribute of some other man-
aged object and produce summary information from those values. This summary information may be made
availablein attributes, notifications, action results, or some combination of these. Summary information may
consist of observed attribute values or statistics calculated from these values.

Observed attribute values are retrieved during a “scan,” which is initiated periodicaly, at the end of each
granularity period.

The granularity period attribute indicates the length of the granularity period. The granularity period in the
scanner managed object class shall not be set unless the administrative state is set to locked.

NOTE 1—A system does not need to support all time unit values for time-based attributes. If an agent does not support a
specific time unit, it can respond with the CMIS inappropriate attribute value indication.

The administrative state attribute is used to suspend or resume the scanning function. If the administrative
state has the value “unlocked,” the scanner is ready to perform scans. If the administrative state has the value
“locked,” the scanner is administratively prohibited from performing scans.

The operationa state attribute represents the operational capability of the scanner to perform its functions.
If the configuration events reporting package is present, then changes to the granularity period shall cause
attribute value change notifications to be emitted, and changes to operational state or administrative state

shall cause state change notifications to be emitted. Such notifications shall include a report of all scanner
attribute values.

11
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NOTE 2—It is recommended that the observed attribute be scanned within the granularity period. If a new scan isiniti-
ated when another scan isin progress, then it isalocal issue to resolve the conflict. The outcomeis not deterministic.

NOTE 3—The scan may occur at dightly different times for each observed attribute, but the time skew between the start
of ascan and the scan time for a given attribute in the scan should be approximately equal between successive scans.

The scanner begins the collection of dataimmediately upon its creation. The scanner verifies that the granu-
larity period has elapsed since the last scan. If the granularity period has elapsed, the scanner observes and
collects the current attribute val ues of the specified managed objects and attributes to be observed. The scan-
ner continues to scan at the end of each granularity period until it is deleted.

If the granularity period is zero, then the scanner will not emit notifications on a periodic basis.

7.1.2.2 Attributes of scanner

7.1.2.2.1 Scanner ID (aScannerID)

This attribute is used to name the scanner managed object class (used for naming).

7.1.2.2.2 Operational state (operationalState)

This attribute defines the operational state of the managed object as defined in ISO/IEC 10164-2 : 1992.
7.1.2.2.3 Administrative state (administrativeState)

This attribute represents the administrative state of the metric managed object as defined in 1SO/IEC 10164-
2:1992. The following administrativeState val ues are defined:

@) Unlocked: The metric managed object is ready to monitor;
b) Locked: The monitoring processin the metric managed object is stopped.

7.1.2.2.4 Granularity period (aGranularityPeriod)
This attribute represents the time between scans.
7.1.3 EWMA metric monitor managed object class (0EWMAMetricMonitor)

To report events, the EWMA metric monitor managed object uses the Alarm Reporting Service defined in
ISO/IEC 10164-4 : 1992.

Attribute values of managed objects can be read or modified in accordance with the operations described in
ISO/IEC 10165-1 : 1992.

The EWMA metric monitor managed object class is defined as a subclass of the scanner managed object
class.

The EWMA metric monitor managed object class monitors the values of a gauge or counter type attribute of
an observed managed object. The presence or absence of the counter difference package determines how the
output of the data conversion process is derived from the observed attribute. If the counter difference pack-
ageis not present, the derived gauge attribute value contains the last observed value of the observed attribute.
If the package is present, the derived gauge value contains the value of the difference between two succes-
sive observations of observed attribute values.

12
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An estimate of the mean of the derived gauge is calculated using the EWMA agorithm. The EWMA algo-
rithm has the property that, given the proper choice of attributes, both exponential smoothing and simple dif-
ference gauges can be implemented. A threshold is applied to the estimate of the mean for the purpose of
generating alarm notifications of type quality of service. The relationship attributes for the gauge monitor
metric managed object are observed managed object instance and observed attribute ID.

7.1.3.1 EWMA metric monitor behaviour

An attribute to be observed is specified by the aObservedAttributel D of the managed object identified by
aObservedM anagedObjectInstance.

This observed attribute is monitored at intervals specified by the granularity period. A gauge value (deri-
vedGauge) is derived from the values of the observed attribute. The value of the derived gauge attribute shall
remain the same until the next observation.

The calculation of the derived gauge attribute value depends on the type of the observed attribute. If the
observed attribute is of gauge type, the derived gauge attribute contains the last observed value of the
observed attribute. If the observed attribute is a counter, the derived gauge contains the value of the counter
difference between two successive observations of the counter.

The presence of the counter difference package determines how the output of the data conversion processis
derived from the observed attribute. If the package is present, the observed attribute is considered a counter;
otherwise it is considered a gauge.

If the observed attribute is a gauge, the units of the derived gauge are the same as the units of the observed
gauge.

If the observed attribute is a counter, the units of the derived gauge are related to the interval between obser-
vations (granularityPeriod). For example, if the derived gauge value is for a counter of messages observed
over 15 minutes and the derived gauge has a value of 60, then the derived gauge value represents 60 mes-
sages per 15 minutes, and not four messages per minute.

An estimate of the mean of the derived gauge attribute (estimateOfMean) is calculated using the EWMA
algorithm. The value of the estimate of mean remains the same until the next observation. The estimate of
mean is updated using subsequent scanned values of the derived gauge attribute, taken over a period speci-
fied by the value of the moving time period.

This managed object class also contains a severity indicating gauge threshold, with its associated behaviour.
Threshold crossing notifications are triggered by the estimate of mean attribute value crossing a severity
indicating gauge threshold level. As aresult of athreshold crossing, a QOS aarm report is generated with
probable cause threshold crossing, and with the perceived severity parameter having the value stored in the
severity indicator attribute value.

NOTE—There is no requirement that the moving time period and granularity period have the same units. Choice of a
common time unit base may be more efficient in some implementations, but is not required by this standard.

The severity indicating gauge threshold is applied to the estimate of mean attribute.

When an EWMA metric monitor managed object instance is created, the following shall be specified:
@) Thescanner 1D, observed managed object instance, observed attribute ID.
b) Thegranularity period (i.e., time between observations of the observed attribute).

¢) The severity indicating gauge threshold (i.e., the threshold levels to be applied to the estimate of
mean attribute value for generation of quality of service alarm types).

13
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d) Themoving time period required by the EWMA algorithm.
€) Theinitial value for the estimate of mean.

If the counter difference package is absent, the observed attribute is treated as a gauge.

If the counter difference package is present, then the data capture process is derived by the counter differ-
ence package behaviour. Before the metric managed object instance can enter the on-duty condition, it shall
ensure that counter[T-GP] isinitialized.

If the counter overflow package is present, then the metric object shall ensure that the value of the modulus
value attribute is initialized before entering the on-duty condition.

If the observed attribute ID references an attribute that is not of gauge or counter type, the creation shall fail
and the CMIS error “invalid attribute value” shall be returned.

The state change notification shall be applied to the administrative state, operational state, and availability
status if the configuration events reporting package is present.

The lifetime of the metric object may be controlled by the managing system by requesting the managed sys-
tem to delete the metric object.

If the managed system deletes a metric object and the configuration events reporting package is present, a
notification indicating managed object deletion is emitted. The natification shall include the values of the
attributes of the metric object at the time of deletion.

All attributes of the EWMA metric monitor managed object class, including optional attributes of the
counter difference and counter overflow packages, may only be modified if the administrative stateislocked.
If the configuration events reporting package is present, modifications of these attributes shall result in an
attribute value change notification. All attributes shall be reported when such notifications are emitted.

NOTE—It is the responsibility of the Manager to assure that the estimate of mean is reinitialized if the scan interval is
changed.

The managed object will emit a quality of service alarm (QOS) notification whenever the value of the esti-
mate of the mean attribute triggers the corresponding threshold. This notification will contain the following
attributes:

— The estimate of mean attribute will be reported in the observed value element.
— The observed managed object instance and observed attribute identifier will be reported in the moni-
tored attributes parameter.
7.1.3.2 Attributes of EWMA metric monitor
7.1.3.2.1 Observed managed object instance (aObservedManagedObjectinstance)
This attribute is used to identify the instance of the managed object that contains the observed attribute.

7.1.3.2.2 Observed attribute identifier (aObservedAttributeldentifier)

This attribute is used to identify the observed attribute of the observed managed object.

14
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7.1.3.2.3 Derived gauge (aDerivedGauge)

This attribute contains the gauge value derived from the values of the observed attribute. If the observed
attribute is a gauge, then this attribute contains the value of the latest observation. If the counter difference
package is present, then the value of this attribute is the difference between successive observations of the
observed attribute.

7.1.3.2.4 Estimate of mean (aEstimateOfMean)

This attribute contains the estimate of the mean calculated by the EWMA agorithm. The initial value of this
attribute shall be supplied upon creation of the managed object for use in initializing the algorithm. The
attribute may be modified after creation of the managed object in order to reinitialize the EWMA algorithm.

7.1.3.2.5 Severity indicating gauge threshold (aSeveritylndicatingGaugeThreshold)

This attribute contains the threshold level s that are to be applied to the estimate of mean attribute. It shall be
initialized when the managed object is created and may be modified.

7.1.3.2.6 Moving time period (aMovingTimePeriod)

This attribute contains the effective time period over which values are scanned to cal cul ate an estimate of the
mean. This attribute shall be initialized when the managed object is created and may be subsequently
modified.

NOTE—The choice of time units for moving time period may is not constrained by the choice of time units for granular-
ity period. It is recommended that the same time units be chosen for efficiency within agent systems. If the value of the
moving time period is greater than the value specified for the granularity period attribute, the output of the EWMA ago-
rithm will not be useful.

7.2 Packages

The conditional packages that are present are determined at the time of creation, and they are used to control
the behaviour of managed object instances.

7.2.1 Counter difference package (pCounterDifference)

This package defines the behaviour for deriving a gauge value from an observed attribute that is a wrap
counter. The gauge value derived is the difference between the observed counter values for two successive
observations. If this packageisincluded, the observed attribute shall be interpreted to be a counter. When the
counter difference package is present, the first scan interval subsequent to either creation or transition from
unlocked to locked state is treated in a special way. Since the value of the derived gauge does not become
valid until the completion of the first scan interval, any attempt to read the derived gauge during this period
will receive an error indication. Likewise, if the difference between successive observations is negative, any
attempt to read the derived gauge will receive an error indication. The observed value retained by the metric
monitor managed object is to be used in calculating the next difference.

NOTE—It is recommended that a gauge not be derived from aresettable counter that may be reset frequently. The reset-
ting of a counter during a granularity period will result in an invalid gauge value for that granularity period. Therefore,
gauges should only be derived from resettable counters if the time between resets is significantly greater than the granu-
larity period.

7.2.1.1 Counter difference behaviour

See annex A for detailed behaviour definition.
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7.2.1.2 Counter difference attributes
7.2.1.2.1 Counter T minus GP (aCounterTMinusGP)

This attribute is used in calculating counter differences for counters. It contains the value of the counter cap-
tured by the latest observation. This value shall be initialized upon creation if the observed attribute is a
counter.

7.2.2 Configuration events reporting package (pConfigEventsReporting)
The configuration events reporting package contains no attributes.
This package contains the following notifications:

a) Statechange,

b) Attribute value change,
c) Object creation, and

d) Object deletion.

7.2.2.1 Configuration events reporting behaviour

If the scanner managed object (or any subclassthat is derived from scanner) is created or deleted, a notifica-
tion shall be generated. If a change is detected in the administrative state (in this specification changes can
only be generated for internal causes), a state change notification shall be emitted. If changes occur to the
granularity period, attribute value change notifications shall be emitted. This package is most likely required
in multiple manager environments.

7.2.2.2 Configuration events reporting attributes
The configuration events reporting package has no attributes.
7.2.3 Counter overflow package (pCounterOverflow)

This package defines the modulus value attribute that is used when an observed counter overflows and
counter differences are to be calculated. The package contains an attribute that specifies the value to be used
when the modulus of the difference between counter values is required on counter overflow.

7.2.3.1 Counter overflow attributes

The counter overflow package contains the following attribute.

7.2.3.1.1 Counter modulus (aCounterModulus)

This attribute holds the value to be used as the modulus value when an observed counter overflows.
7.2.3.2 Counter overflow behaviour

See annex A for detailed behaviour definition.
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7.3 Use of quality of service (QOS) alarm notification

Parameters corresponding to alarm information in the Alarm Reporting Service (see 1SO/IEC 10164-
4:1992) and their semantics are presented in table 1. These parameters shall be present in the notification
unless otherwise stated.

Table 1—Alarm reporting service

Parameter Semantic
Alarm type Quality of service
Probable cause Threshold crossed
Perceived severity The values related to the severe and early

warning thresholds are defined on a managed
object instance basis. The value “cleared”
indicates crossing either of the two values
associated with the severe clear and early
warning clear. The values related to additional
threshold levels are also to be defined on a
managed object instance basis.

Threshold information The threshold information is used for the esti-
mate of the mean threshold.
Monitored attributes Attribute identifiers and values of the observed

managed object instance and the observed
attribute identifier. Other attributes of the met-
ric may also be included in this parameter.

State change Optionally used to indicate an operational
state change has occurred associated with the
alarm reported.
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Annex A
Common managed objects

(normative)

This annex provides the definitive statement of registration values as required by annex C, C.4.3.
A.1 Managed object class definitions

oResour ceTypel D MANAGED OBJECT CLASS
DERI VED FROM “1 SQ'| EC 10165-2":top ;
CHARACTERI ZED BY
pResour ceTypel D PACKAGE

ATTRI BUTES aResour ceTypel DNane CET,
aResourcel nfo CET,;

REG STE’RED AS {iso(1)nenber-body(2) us(840) ieee802dot lpartF(10011) managedObj ect Cl ass( 3)
resourcetypi d(0)};

oScanner MANAGED OBJECT CLASS
DERI VED FROM “1SQ'| EC 10165-2": t op;
CHARACTERI ZED BY pScanner PACKAGE
BEHAVI OUR
bScanner BEHAVI OUR
DEFI NED AS “See 7.1.2.1, Scanner behaviour”;;
ATTRI BUTES
aScanner| D GET,
“I' S| EC 10165-2": admi ni strativeState GCET- REPLACE,
aG anul arityPeriod GET- REPLACE,
“1'SAQ' | EC 10165-2": operational State GET; ; ;
CONDI TI ONAL PACKAGES
pConfi gEvent sReporti ng
PRESENT | F “configuration event reporting is supported”

i?EGI STERED AS {iso( 1) menber-body(2) us(840) ieee802dot 1partF(10011) nanagedCbj ect d ass(3)
scanner (1) };

OEWWAMet ri cMoni t or MANAGED OBJECT CLASS
DERI VED FROM oScanner ;
CHARACTERI ZED BY
pEVWVAMet ri cMoni t or PACKAGE
BEHAVI OUR bEWVAMet ri cMoni tor;
ATTRI BUTES

apbser vedManagedbj ect | nst ance GET- REPLACE,
aCbservedAttri butel D GET- REPLACE,
aDeri vedGauge CGET- REPLACE pDeri vedGaugeNot Current,
aEsti mat eOf Mean GET- REPLACE,
aMovi ngTi mePeri od GET- REPLACE,
aSeverityl ndi cati ngThreshol d GET- REPLACE ADD- REMOVE

NOTI FI CATI ONS
“I1'SQ' | EC 10165-2" : qualityCOf ServiceAl arm

’CO\IDI TI ONAL PACKAGES

pCounterDi fference PRESENT | F “counter to gauge conversion is
requested”,
pCount er Over f | ow PRESENT | F “the pCounterDifference package i s present

and nodulo arithnetic is required to cal -
cul ate the new val ue of the derived gauge
on counter overflow

REG STERED AS {i so( 1) menber-body(2) us(840) ieee802dotlpartF(10011) managedOhj ect d ass(3)
ewmanetricnonitor(2)};

18



IEEE
COMMON DEFINITIONS AND PROCEDURES FOR IEEE 802 MANAGEMENT INFORMATION Std 802.1F-1993

A.2 Parameters

pDeri vedGaugeNot Current PARAMETER

CONTEXT SPECI FI C- ERROR;

W TH SYNTAX | EEEB02CommonDef i ni ti ons. Deri vedGaugeNot Cur r ent Type;

BEHAVI OUR

bDer i vedGaugeNot Current BEHAVI OUR

DEFI NED AS
“Derived gauge set to an inconsistent value. May occur during the first
scan interval after transitioning to the unlocked state or when the counter
di fference derives a negative value. The syntax of the paranmeter pernits
the recipient of the operation to return the values of all attributes ref-
erenced by the Set operation.”;

i

REGQ STERED AS {i so( 1) nenber - body(2) us(840) ieee802dot lpart F(10011) paraneter (5)
deri vedgaugenot current (0)};

A.3 Name bindings

nbResour ceTypel D- syst em NAVE Bl NDI NG
SUBORDI NATE OBJECT CLASS oResourceTypel D AND SUBCLASSES;
NAMED BY SUPERI OR OBJECT CLASS
“1 SO | EC 10165-2": system
W TH ATTRI BUTE aResour ceTypel DNane;
REG STERED AS {i so( 1) menber-body(2) us(840) ieee802dot 1lpartF(10011) nameBi ndi ng(6)
resour cet ypei d-systen(0)};

nbEWVAMet ri cMoni t or - syst em NAME Bl NDI NG
SUBORDI NATE OBJECT CLASS oEWWVAMet ri chMbnit or AND SUBCLASSES;
NAMED BY SUPERI OR OBJECT CLASS
“I1'SO' | EC 10165-2": system
W TH ATTRI BUTE aScanner | D;
BEHAVI OUR
bNBewmaMet ri cMoni t or BEHAVI OUR
DEFI NED AS “See 7.1.2.1, Scanner behaviour, and 7.1.3.1, EWWA netric
nmoni nt or behavi our”; ;
CREATE
W TH- REFERENCE- OBJECT,
W TH- AUTOVATI C- | NSTANCE- NAM NG,
DELETE
ONLY- | F- NO- CONTAI NED- OBJECTS;
REGQ STERED AS {i so( 1) nenber - body(2) us(840) ieee802dot lpart F(10011) naneBi ndi ng(6)
ewnanet ri cnoni tor-systen(1)};

A.4 Package definitions

pCounter Di f ference PACKAGE
BEHAVI OUR bCount er Di f f er ence;
ATTRI BUTES
aCount er TM nusGP GET- REPLACE;
REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dot lpartF(10011) package(4)
counterdifference(0)};

pConfi gEvent sReporti ng PACKAGE
BEHAVI OUR
bConfi gChangeReport BEHAVI CUR DEFI NED AS “see 7.2.2.1, Configuration events
reporting behaviour”;;
NOTI FI CATI ONS
“1 SO | EC 10165-2": st at eChange,
“1 SO | EC 10165-2": attri but eVal ueChange,
“1 SO | EC 10165-2": obj ect Creati on,
“1 SO | EC 10165-2": obj ect Del eti on;
REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dot lpartF(10011) package(4)
confi gchangereport (1)};
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pCount er Over f | ow PACKAGE
BEHAVI OUR bCount er Over f | ow,
ATTRI BUTES
aCount er Modul us GET- REPLACE;
REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dot lpartF(10011) package(4)
count er rodul us(2)};

A.5 Attribute definitions

aMacAddress ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEEB02ComonDef i ni ti ons. MACAddr ess;

MATCHES FOR EQUALI TY, ORDERI NG
BEHAVI OUR
bMacAddr ess BEHAVI OUR

DEFINED AS Cctet string of fixed |length of 6 octets
(48-bit MAC address) or 8 octets (60-bit
802. 6 MAC address). Used to represent a
MAC address of a LAN or MAN station.
This attribute is readable, and may al so
be witable if the specific use to which
it is put permts nodification of its
contents. See 6.2, MAC address
attribute, for further behaviour
definition.;

REGQ STERED AS {iso(1) r’Terrber- body(2) us(840) ieee802dotlpartF(10011) attribute(7)
macaddress(0)};

aResour ceTypel DNane ATTRI BUTE

W TH ATTRI BUTE SYNTAX | EEE802ConmonDefi niti ons. Resour ceTypel DNane;

MATCHES FOR EQUALI TY;

BEHAVI OUR bResour ceTypel D BEHAVI OUR

DEFINED AS Contains the nane of the Resource Type

I D nanaged object. The attribute is
read-only and al ways contains the val ue
“RTID.” This attribute value shall not
be used as a naming attribute for any
ot her managed object cl ass;

REG STERED AS {iso(1) ﬁenber- body(2) us(840) ieee802dotlpartF(10011) attribute(7)
restypei dnane(1)};

aResour cel nfo ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEE802ConmmonDef i ni ti ons. Resour cel nf o;
MATCHES FOR EQUALI TY;
BEHAVI OUR

bResour cel nfo BEHAVI OUR
DEFINED AS A structured attribute that specifies:

Manuf acturerOU . This takes the value of a valid instance of the organiza-
tionally unique identifier described in 5.1 of |IEEE Std 802-1990.

Manuf acturerNanme. This identifies the manufacturer of the resource. d obal
assi gnment of unique nane strings is outside the scope of this standard.

Manuf act ur er Product Nane. This is the nanufacturer-defined product nane.

Manuf act ur er Product Versi on. This is the manufacturer-defined product revi-
sion designation.;

REGQ STERED AS {i so( 1) nenber - body(2) us(840) ieee802dot lpartF(10011) attribute(7)
resourcei nfo(2)};
aScanner | D ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEE802ConmmonDefi ni ti ons. Scanner| D;
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MATCHES FOR EQUALITY ;

REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dotlpartF(10011) attribute(7)
scannerid(3)};

aCount er TM nusGP ATTRI BUTE
DERI VED FROM “1 SO' | EC 10165-2": count er;

REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dotlpartF(10011) attribute(7)
countertm nusgp(4)};

aCount er Mbdul us ATTRI BUTE
DERI VED FROM “1 SO | EC 10165-2": counter;

REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dotlpartF(10011) attribute(7)
count er rodul us(5)};

aDeri vedGauge ATTRI BUTE
DERI VED FROM “1 SO’ | EC 10165- 2" : gauge;

REGQ STERED AS {i so( 1) nenber - body(2) us(840) ieee802dot lpart F(10011) attribute(7)
deri vedgauge(6)};

aEst i mat eOf Mean ATTRI BUTE
DERI VED FROM “1SQ' | EC 10165- 2" : gauge;

REG STERED AS {i so(1) menber-body(2) us(840) ieee802dot lpartF(10011) attribute(7)
esti mat eof nean(7)};

aG anul arityPeriod ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEEB02CommonDefi ni ti ons. Ti mePeri od;
MATCHES FOR EQUALI TY, ORDERI NG

REG STERED AS {i so(1) menber-body(2) us(840) ieee802dotlpartF(10011) attribute(7)
granul arityperiod(8)};

aCbservedAttri butel D ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEEB02CommonDefinitions. Attri butel D,
MATCHES FOR EQUALI TY;

REG STERED AS {i so(1) menber-body(2) us(840) ieee802dot lpartF(10011) attribute(7)
observedattributei d(9)};

aCbser vedManagedObj ect | nst ance ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEE802ConmonDefi ni ti ons. Obj ect | nst ance;

REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dotlpartF(10011) attribute(7)
obser vedmanagedobj ecti nst ance(10)};

aSeveritylndi catingThreshol d ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEE802ConmmonDefi ni ti ons. Severityl ndGaugeThreshol d ;
MATCHES FOR EQUALITY ;
BEHAVI OUR bSeveri tyl ndi cati ngThr eshol d;

REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dotlpartF(10011) attribute(7)
severityindi catingthreshol d(11)};

aMovi ngTi nePeri od ATTRI BUTE
W TH ATTRI BUTE SYNTAX | EEE802CommonDef i ni ti ons. Ti mePeri od;
MATCHES FOR EQUALI TY, ORDERI NG

REG STERED AS {i so(1) nenber-body(2) us(840) ieee802dotlpartF(10011) attribute(7)
nmovi ngt i meperiod(12)};
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A.6 Behaviour definitions

bEWVAMet ri cMoni t or BEHAVI OUR

DEFI NED AS

See 7.1.3.1, EWVA netric nonitor behaviour, for general behaviour of this object.
The detailed snoothing algorithmfor estimteC Mean is as follows:

The estinate of the nean (esti mateO Mean), ~V(t), is defined to be a wei ghted novi ng
average of a gauge, V[t]. The specified weighting is exponential. The al gorithm has
the property that nore recent event occurrences in the noving tine period are

“wei ghted” nmore heavily than ol der occurrences. The exponentially weighted noving
average (EWVA) is defined by the follow ng recursive algorithm

~V[t] = ~V[t-&P] + G * ( V[t]=V[t-&P] )/ T1

wher e

t is the current value of tine,

V[t] is the value of the gauge (derivedGauge) at tinme t,

~V[t] is the estimate of the nean (estimateO Mean) of the
gauge V[t] at tine t,

~V[ t —-&P] is the estimate of the nean of the gauge V[t] at tinme
(t—6P), the last estimte of the nean,

GP is the tine between the | ast observation of V[t] and
the current observation constrained to be a positive
val ue | arger than zero (granularityPeriod). It is
sufficient to have a best effort to make GP a con-
stant val ue.

T1 is the time constant of the exponentially weighted
novi ng average with the same units as G°. Tl is
defined by the equation T1 = (MIP + GP)/ 2.

MIP is the noving tinme period (novingTi nePeriod) over

whi ch the nmean is estinmated.

MIP nmust be greater than or equal to GP. Therefore, the value of Tl is greater than
or equal to 1.

When GP = MIP, the cal cul ated nmean val ue for the gauge becones the current gauge
value, i.e., ~V[t] = V[t].

Both GP and MIP can be reset by the managi ng system The nmean time period, T1, can
be chosen to be integer nultiples of the granularity period, GP.

The initial condition (or reset condition) of the EWVA of the estimated nean is pro-
vided by setting the estimateO Mean attribute.

The units of ~V[t] are the same as the units of the gauge to which the estimte of
the mean is applied.

bCount er Di f f erence BEHAVI QUR
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DEFI NED AS
V[t] = [counter[t]—eounter[t-GP]]
wher e
V[t] is the difference between successive observations of
the counter,
counter[t] is the value of the counter at the current tine t

(not saved in any attribute),
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counter[t-GP] is the previous value of the counter at tinme t-GP
(i.e., counterT™M nusGP),

GP is the sanpling interval in units of time (G anular-
ity Period).

The initial value of counter[t-GP] determines the initial difference val ue.

Whenever the nmetric object transitions fromlocked to unl ocked status, the first
scan is treated in a special nanner.

On first scan
counter[t-GP] <- observed counter
derivedGauge <- unspecified, if retrieved returns error paraneter
pDer i vedGaugeNot Cur r ent
estimateCf Mean <- either as initialized or value when |ast |ocked

On second and subsequent scans
read observed counter
derivedGauge <- observed counter—ounter[t-GP]
counter[t-GP] <- observed counter
estimate of mean <- results of EWVWA summari zation function

bSeverityl ndi cati ngThreshol d BEHAVI OUR

DEFI NED AS

This attribute type has all the behaviour of a gauge-threshold attribute type, as
defined in 8.4.2 of ISOIEC 10165-2 : 1992. As an enhancenent to the syntax of the
gauge-threshol d attribute type, it adds an optional severitylndication paraneter to
the syntax of both the notifyHi gh and notifylLow subnenbers within each threshold

I evel menber. This attribute type has additional behavi our associated with these
optional perceivedSeverity indication paraneters, which is defined as foll ows:

— If the notifyH gh’s switch is on, the notifyH gh’s severitylndication val ue
shall be reported in the perceivedSeverity paraneter of any notification
triggered by the gauge val ue crossing the notifyH gh’'s gaugeThreshol d val ue
in the positive going direction.

— If the notifyLow s switch is on, the notifyLow s severitylndication val ue
shall be reported in the perceivedSeverity paraneter of any notification
triggered by the gauge val ue crossing the notifyLow s gaugeThreshol d val ue
in the negative going direction.

— If both switches are on for a single threshol dLevel, one of the
severitylndication val ues shall be “clear.”

bCount er Over f | ow BEHAVI OQUR

DEFI NED AS

The gauge val ue derived (V[t]) is calculated using the follow ng nethod:
If [counter[t]—eounter[t-GP]] is positive

V[t] is evaluated as defined in bCounterDifference behaviour
If [counter[t]—eounter[t-GP]] is negative

V[t] = [counter[t]—eounter[t-GP] + nmodul us val ue].

If the val ue of the nmodulus value attribute is zero the actual nodul us val ue used to
evaluate V[t] is a local matter.
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A.7 ASN.1 productions

| EEEBO02ConmonDef i ni ti ons
{iso(1) nenber-body(2) us(840) ieee802dot lpartF(10011) asnlibdul e(2)
comondefinitions(0) versionl(0)} DEFINITIONS IMPLICIT TAGS :: =
BEG N
| MPORTS SetInfoStatus FROM CM P-1 {joint-iso-ccitt ns(9) cm p(1l) nodul es(0)
protocol (3)};

-- EXPORTS everyt hi ng
MACAddr ess 11 = OCTETSTRI NG -- Mnimumlength 6 octets

-- If the MAC address is a 48-bit address the Iength of the octet string shall be 6 octets.
-- If the MAC address is a 60-bit address the I ength of the octet string shall be 8 octets.
-- The octet encoding is derived fromthe hexadeci mal display representation order for the
-- MAC address. AB-CD-EF-GH1J-KL for the 48-bit address format; AB-CD EF-GH | J- KL- M\- OP
-- for the 60-bit address format. The octets are encoded as follows: The first pair of

-- hexadecimal digits, AB, are encoded in the first octet. The second pair, CD, is encoded
-- in the second octet, etc. (See 6.2, MAC address attribute, for definition of

-- 60-bit hexadeci mal display format.)

Resour cel nfo 1= SEQUENCE {
manuf act ur er QUl [0] Manufacturer QU OPTI ONAL,
manuf act ur er Name [1] Manuf act ur er Nane OPTI ONAL,
manuf act ur er Product Nanme [2] Manuf act ur er Product Nane OPTI ONAL,
manuf act ur er Product Ver si on [3] Manuf act ur er Product Ver si on OPTI ONAL }

-- Resourcelnfo provides a neans of indicating, in data readable
-- froma managed object, information that identifies the source of the
-- inplenmentation.

Manuf act ur er QUI .. = OCTETSTRI NG

-- ManufacturerOU takes the value of an organizationally unique

-- identifier, as defined in 5.1 of |EEE Std 802-1990.

-- Wen encoded as an OCTETSTRI NG the encodi ng of

-- the value field of the OCTETSTRI NG shall conply wth

-- the representation defined in 5.1.2 of |EEE Std 802-1990.

-- Inasmuch as nultiple QU assignnents are possible

-- for a given manufacturer and no public registry of such assignments
-- exists, nmethods for application of the QU as a globally unique

-- manufacturer identifier is outside the scope of this standard.

Manuf act ur er Nane ;.= PRI NTABLE STRI NG

-- ManufacturerName is a printable string used to identify the

-- manufacturer of the resource. G obal assignment of unique name

-- strings is outside the scope of this standard. Maxi num string

-- length is 128 octets.

Manuf act ur er Pr oduct Nane 1= PRI NTABLE STRI NG

-- ManufacturerProductName is a printable string used to identify the
-- manufacturer’s product name of the resource. Maxi mum string

-- length is 128 octets.

Manuf act ur er Pr oduct Ver si on .= PRI NTABLE STRI NG

-- ManufacturerProductVersion is a printable string used to identify the
-- manufacturer’s product version of the resource. Maxi mum string

-- length is 128 octets.

Resour ceTypel DNane ::= GRAPHI C STRING {"RTID"}
Severityl ndGaugeThreshol d: : = SET OF SEQUENCE {

severitylndNotifyLow Severityl ndThreshol d,
severitylndNotifyH gh SeveritylndThreshol d
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Severityl ndThreshol d ;= SEQUENCE {

threshol d Obser vedVal ue,

not i f yonof f BOOLEAN,

severitylndication Per cei vedSeverity OPTI ONAL

-- shall be present if notifyonoff is TRUE

}
Scanner | D ::= GraphicString

A range of tine period units from pi coseconds to days. No inplication

is to be inferred as to the degree of resolution required within the inplenentation of
an attribute that is to be represented as a tine period. Likewi se, no restriction is

i mposed on the method (i.e., tine period units) by which tinme period is represented
within the inplenmentati on of a managed object. Inplenentations are not required to
support all tine period val ues.

Ti mePeriod ::= CHO CE {
days [0] IMPLICIT | NTEGER,
hour s [1] I MPLICI T | NTEGER,
m nut es [2] I'MPLICIT | NTEGER,
seconds [3] I'MPLICIT | NTEGER,
mllisecs [4] I'MPLICIT | NTEGER,
m crosecs [5] IMPLICIT | NTEGER,
nanosecs [6] IMPLICIT | NTEGER,
pi cosecs [7] I MPLICIT | NTEGER
}
Deri vedGaugeNot Current Type ::= SEQUENCE {
currentTi ne [5] IMPLICIT GeneralizedTi me OPTI ONAL,
set I nf oLi st [6] IMPLICIT SET OF SetlnfoStatus }

END
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Annex B
Allocation of managed object identifier values for
IEEE Std 802.1F-1993

(normative)

B.1 Introduction

This annex contains a summary of all managed object identifier values that have been allocated by this stan-
dard, both in thisrevision and in previous revisions.

Each table shows allocations related to a specific category of information object. The heading of the table
identifies the category of information object, and shows the invariant part of the object identifier value allo-
cated to the entriesin the table. In cases of discrepancy between an identifier value in an allocation table and
in the REGISTERED AS construct of a GDMO template, the template value takes precedence. The column
labeled Arc shows the value allocated to the arc subsequent to the invariant part, which completes the object
identifier value allocated. The column labeled Purpose contains a text description of the information object,
and, in the case of current allocations, a reference to the location of the definition of the information object
in the standard. The column labeled Satus shows the status of the allocated values, using the following
convention:

R Reserved. The object identifier value is reserved for future use by this standard.

C Current. The object identifier value has been allocated to an information object that is
defined within the current revision of the standard.

D Deprecated. The object identifier value has been allocated to an information object that was

defined in a previous revision of the standard, and whose use is now deprecated.

B.2 Allocation tables

Allocationsfor standard-specific extension types.
Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) standardSpecificExtensions (0)}

ARC PURPOSE STATUS

None allocated N/A N/A

Allocations for ASN.1 moduleidentifiers.
Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) asn1Module(2)}

ARC PURPOSE STATUS

commondefinitions(O)version1(0) ASN.1 definitions for IEEE 802 C
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Allocations for Managed object classes.
Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) managedObjectClass(3)}

ARC PURPOSE STATUS
resourcetypeid(0) Resource identification C
scanner(1) Superclass for scanner functions C
ewmametricmonitor(2) EWMA gauge with threshold notifications C
Allocationsfor Package identifiers.

Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) packages (4)}

ARC PURPOSE STATUS
counterdifference(0) Generate derived values for gauges Cc
configchangereport(1) Configuration change reports C
countermodul us(2) Counter overflow modulus C
Allocationsfor Parameter |dentifiers.

Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) parameter(5)}

ARC PURPOSE STATUS
derivedgaugenotcurrent(0) Value of derived gauge not current C
Allocationsfor Name binding identifiers.

Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) nameBinding(6)}

ARC PURPOSE STATUS
resourcetypei d-system(0) Binding for resource type C
ewmametricmonitor-system(1) Binding for evmaM etricMonitor C
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Allocationsfor Attribute | dentifiers.
Invariant part of object identifier value =

{iso(1) member-body(2) us(840) ieee802dot1partF(10011) attribute(7)}

ARC PURPOSE STATUS
macaddress(0) IEEE 802 MAC address C
resourcetypeidname(1) Name of resourcel D managed object C
resourceinfo(2) Manufacturer information C
scannerid(3) Unique identifier for scanner C
countertminusgp(4) Difference counter C
countermodul us(5) Counter overflow modulus C
derivedgauge(6) Derived gauge C
estimateofmean(7) Mean estimate of derived gauge C
granularityperiod(8) Time between scans C
observedattributeid(9) Identifier for observed attribute C
observedmanagedobjectinstance(10) Identifier for observed object C
severityindicatingthreshold(11) Threshold information C
movingtimeperiod(12) Time period for estimate of mean C
Allocations for Attribute Group types.
Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) attributeGroup (8)}

ARC PURPOSE STATUS
None allocated N/A N/A
Allocations for Action types.
Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) action(9)}

ARC PURPOSE STATUS
None allocated N/A N/A
Allocations for Notification types.
Invariant part of object identifier value =
{iso(1) member-body(2) us(840) ieee802dot1partF(10011) notification(10)}

ARC PURPOSE STATUS
None allocated N/A N/A
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Annex C
Registration of information objects within IEEE 802 standards

(informative)

This annex describes an IEEE 802 operating procedure, the details of which may be changed from time to
time by |EEE 802.

C.1 Registration requirements

The standardization effort within IEEE 802 is resulting in the definition of standard information objects.
These objects are to be identified uniquely on a global basis. Information objects may represent a variety of
real objects, such as standards documents, or virtual objects, such as managed object identifiers and attribute
types.

The International Organization for Standardization (ISO) and the Telecommunication Standardization
Bureau (TSB) (formerly CCITT) of the International Telecommunication Union (ITU) have defined a tree-
structured naming hierarchy and have del egated administration of the names to various naming and registra-
tion authorities. Each information object is uniquely identified by constructing names from each level of reg-
istration authority under which the information object is registered. Each component in the hierarchical path
has both a name and a number. All information types within American National Standards registered under
the American National Standards Institute (ANSI) are identified under the following path:

{iso(1) member-body(2) us(840) standard-name(n)}

Individual standards can create additional hierarchial substructure beneath their containing naming
hierarchy.

The following defines a process by which IEEE 802 working groups may obtain, administer, organize, and
publish standard information type identifiers.

NOTE—This process has been adopted as an operating policy within IEEE 802.

C.2 Registration procedure overview

The registration and administration process, except for initial allocation of a branch in the SO tree, is sdlf-
administered within each |IEEE 802 working group and self-documented within the appropriate standards
documents and supplements or amendments.

Since all standards defined within IEEE 802 are American National Standards, ANSI is used as the registra-
tion authority. Each working group is alocated a new arc in the registration hierarchy for each standard to be
published, using a procedure (defined below) involving application to the IEEE 802 Executive Committee
and subsequent processing through ANSI. Each working group then administers and documents itsinforma-
tion objects subject to the IEEE 802 procedures defined bel ow.

The procedures identified in this annex are intended for use in the allocation of object identifiers to standard-
ized information objects defined in IEEE 802 standards. It is not the intent to use these procedures to estab-
lish registration services offered to bodies external to |EEE 802.
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C.3 Obtaining information object identifiers for new standards

A prerequisite for the allocation of information object identifiersisthat an object identifier arc under ANSI is
obtained for the standard within which the allocation will be made.

A unique arc under ANSI is required for each American National Standard. Each |EEE 802 working group
determines the mapping of its own work to standards. For example, IEEE Std 802.3 [ISO/IEC 8802-3],
CSMA/CD defines a single standard, but 802.1 HiLi defines multiple standards—ISO/IEC DIS 15802-2,
LAN/MAN Management; |EEE Std 802.1D [ISO/IEC 10038], MAC Bridging; etc.

NOTE—An arc for astandard is required only if that standard contains information objects. Standards such as |EEE Std
802-1990 may require no information object identifiers.

When aneed for an arc for an |EEE 802 standard or draft standard is determined, the working group associ-
ated with that standard creates a request, formatted in conformance with current ANSI ISSB990 and |EEE
802 requirements. This request is then forwarded for approval by the IEEE 802 Executive Committee. The
Executive Committee then processes the request through ANSI. Once the new identifier is allocated, the
Executive Committee forwards it to the working group.

The only administrative requirement placed on the Executive Committee subsequently is to maintain a cen-
tralized file of top-level identifiers allocated for each standard, containing the information detailed in
ISSB990, Section 7. Thisfile takes the form of a standing document, maintained by the |EEE 802 Recording
Secretary, which is revised and reissued when each additional arc is allocated by ANSI. All further suballo-
cations below these arcs are performed and administered by the working groups.

C.4 Administrative guidelines for information object identifiers

Information object identifiers are locally administered by each |EEE 802 working group. However, to main-
tain consistency within IEEE 802 across working groups and also to follow common practices concerning
administration of object identifiers, certain procedures are defined.

C.4.1 Rules on use/deprecation of identifiers

Several rules on the assignment and deprecation of object identifiers are required in order to maintain integ-
rity across multiple systems and multiple versions of protocols as well asto conform to common practices.

C.4.1.1 First-come, first-served allocation

It is strongly recommended that no meaning be inferred from the encoding structure of object identifiers,
e.g., an assumption that particular numeric ranges correspond to certain types of attributes. Therefore, afirst-
come, first-served allocation shall be used for each arc, starting with the numeric value zero. As each new
information type is needed, the next available identifier is selected in numeric sequence.

C.4.1.2 Object identifiers are never reused

Once an identifier is chosen for a specific information type, it shall not be reused for any other. This require-
ment has several side effects. Firdt, if the definition for the information type changes in any way that affects
interoperability, then a new identifier is allocated. Second, if a new identifier is allocated for the updated
information type, then the use of the old identifier is deprecated and its value never reused. A permanent
record is maintained of both current and deprecated information object identifiers, as detailed in the follow-
ing subclauses.
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C.4.2 Guidelines for naming substructure

It is recommended that a standard substructure be used across all working groups. This substructure ensures
consistency and understandability for allocation of the object identifier space.

NOTE—The current substructure is identified for management-related information types. Guidelines for other informa-
tion types will be added to these procedures as the need arises.

If aworking group is developing a single standard, but that standard is to be developed and published as a
series of distinct sections (asis the case with 802.3, for example), an arc immediately below the arc allocated
to the standard by ANSI should be used to identify the section or clause of the document within which the
allocations are being made. If the working group is developing multiple, independent standards (as is the
case with 802.1, for example), the use of a section or clause identifier may not be necessary.

Beneath the arc allocated for each standard, or each section or clause thereof, the following substructure
should be created:

Arc Allocation purpose
standardSpecificExtension(0) Standard-specific extensions
asn1Module(2) ASN.1 module identifiers
managedObj ectClass(3) Managed object classidentifiers
package(4) Package identifiers
parameter(5) Parameter identifiers
nameBinding(6) Name binding identifiers
attribute(7) Attribute identifiers
attributeGroup(8) Attribute group identifiers
action(9) Action types
notification(10) Notification types

Within each standard, arcs may be allocated below thislevel (e.g., to allocate particular attribute identifiers),
as required by the standard.

NOTE—Allocation of information substructure helps keep it understandable. However, the complexity of the informa-
tion substructure below these arcs may affect the size of the identifier string length as it appears in protocol data units.
This substructure has no significance in protocol, i.e., once an object identifier value has been allocated to an information
object, the value is significant only as aunique identifier for the information object.

The following examples illustrate the structure of object identifier values that might be allocated within two
hypothetical standards defined within IEEE 802. In the first, the developers of the standard have chosen to
assign all management information values directly beneath the arc corresponding to their working group
(e.g., IEEE 802.1 has developed standards using this style). In the second, the developers have chosen to
suballocate management information values under subordinate arcs (e.g., 802.3 has developed standards
using this style). In each case, thefirst four arcs are those allocated to the standard by ANSI, and the remain-
ing values are completely arbitrary and hypothetical.

Example with arc = |EEE 802.1001A standard identifier 9998 (a hypothetical value)

{iso(1) member-body(2) us(840) ieee802dot1001partA(9998) attribute(7) password(1)}
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Example with arc = |EEE 802.1003B standard identifier 9999, subsection identifier 1 (a hypothetical value)

{iso(1) member-body(2) us(840) ieee802dot1003partB(9999) thingMgt(1) attribute(7) systemTime(1)}

C.4.3 Publication guidelines for identifiers

| dentifiers are documented in the appropriate standards document that contains them. Each standards docu-
ment shall contain a section or clause with the current (at time of adoption) allocation of all information
object identifiers defined and contained within the standard. All identifiers that have been allocated during
the lifetime of the standard shall be listed, whether in current use or deprecated. This section or clauseis sep-
arate from the registration definitions contained within the GDM O templ ates.

Documents that extend an existing standard shall also contain an updated version of this section or clause.
The format of this boilerplate is shown on the facing page. It is divided into a number of tables, each of

which identifies the allocations made under each category. Where a category is unused in a given standard,
an empty table for that category should still be included.
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[begin boilerplate]

Annex X
Allocation of object identifier values

(normative)

X.1 Introduction

Thisannex contains asummary of all object identifier values that have been allocated by this stan-
dard, both in thisrevision and in previous revisions.

Each table shows allocations related to a specific category of information object. The heading of
the table identifies the category of information object, and shows the invariant part of the object
identifier value allocated to the entries in the table. In cases of discrepancy between an identifier
valuein an allocation table and in the REGISTERED AS construct of a GDMO template, the tem-
plate value takes precedence. The column labeled Arc shows the value allocated to the arc subse-
guent to the invariant part, which completes the object identifier value alocated. The column
labeled Purpose contains a text description of the information object, and, in the case of current
alocations, areference to the location of the definition of the information object in the standard.
The column labeled Satus shows the status of the allocated values, using the following
convention:

R Reserved. The object identifier value is reserved for future use by this standard.

C Current. The object identifier value has been alocated to an information object
that is defined within the current revision of the standard.

D Deprecated. The object identifier value has been alocated to an information
object that was defined in a previous revision of the standard, and whose use is
now deprecated.

X.2 Allocation tables

<Tablesfor categories 0 (standard-specific extensions) through 10 (notification types)>

Allocations for <information type>.
Invariant part of object identifier value =
{is0(1) member-body(2) us(840) ieee802dotn(assigned number) <information_type>(<X>)}

ARC PURPOSE STATUS

<Arc alocated> <Short description of purpose> <Code>
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Annex D
Guidelines for developers of LAN/MAN standards

(informative)

This annex suggests guidelines for the development and documentation of network management information
within LAN/MAN standards. Common formats and methodologies will result in better consistency and eas-
ier understanding for the reader of management information. These guidelines apply to both LAN/MAN
layer standards such as 802.3 MAC, as well as related efforts, such as the 802.1 MAC Bridges and 802.3
Repeater specification.

D.1 Notation for managed object definitions

Managed object definers are recommended to make use of the notational tools (templates) defined in 1SO/
IEC 10165-4 : 1992° as the means of defini ng managed objects, their behaviour, operations, notifications,
and attributes. This approach will lead naturally to a layer management specification that is compatible with
ISO/IEC 9596-1 : 1991, complete with the ASN.1 definitions that are necessary to represent attribute values,
names, etc. As |SO/IEC DIS 15802-2 makes use of the CMIP PDU formats for the exchange of management
information, this will result in a specification that is also compatible with the ISO/IEC DIS 15802-2 LAN/
MAN Management protocol.

D.2 Content of definitions

This subclause identifies some of the major elements that are necessary in order to construct a management
specification, and techniques that may be useful for their documentation.

D.2.1 Overview and scope

It isimportant to summarize, in an overview of the document, what approach has been taken to the develop-
ment of the management specification, the facilities that it provides, what those facilities may be useful for,
any terminology that the specification uses, and what conformance requirements are imposed by the
specification.

The approach taken in devel oping the specification might be described in terms of the following:

a) The general intent of the specification, e.g., what the overall purpose of the management specifica-
tion is, and what the overall design philosophy was;

b)  The documentation techniques that have been employed, e.g., use of GDMO templates;

c) Thetarget management protocols with which the specification may be used.

The facilities that the specification provides for management purposes should be summarized, along with a
commentary on what aspects of management each facility addresses. One way of achieving thisisto relate
the facilities to the management functional areas (Fault, Configuration, Performance, Accounting, Security)
or particular systems management functions (ISO/IEC 10164-1: 1992) to which the managed objects
defined in the specification pertain. It islikely to be the case that uses other than those specified will emerge
in future application of the managed objects defined in the specification; however, the identification of par-
ticular uses serves as a requirements specification that may help to identify definitions of dubious worth.

8| nformation on references can be found in clause 3.
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The document should clearly identify conformance regquirements that apply to the specifications it contains,
and any dependencies that exist with respect to other specifications or standards.

D.2.2 Definitions

A clause should be included to define new terms needed for understanding of the specification as well as
terms referenced in other specifications.

D.2.3 Model

A clause should be included to describe the overall model of operation. For example, this standard describes
the model used for scanners and metric monitoring, including options for generating alarms based upon
thresholds. The model is needed for understanding of the managed objects of the specification, but does not
contain detailed object class, attribute, behaviour, or encoding definitions.

D.2.4 Generic definitions

Managed object definitions should be developed in a manner that is, as far as possible, independent of the
protocol that will be used to convey operations and values related to the managed objects. A suitable
approach here is to base them upon the conventions identified in ISO/IEC 10165-1 : 1992 for defining man-
aged object classes, operations, attributes, containment, etc.

D.2.4.1 Managed object class definition

Each managed object class requires a complete definition in terms of operations, containment relationships
etc. The managed object class definition should specify the relationship between its behaviour and that of the
resource or protocol machine to which it relates; for example, if a managed object contains a counter, it is
necessary to specify what eventsin the protocol state machine it counts. Other aspects of the managed object
class, such as containment relationships, operations etc., shall also be specified. The Managed Object Class
and Package templates defined in 1SO/IEC 10165-4 : 1992 provide the appropriate notation to achieve
this definition.

D.2.4.2 Relationships with other managed objects

It is necessary to specify which managed objects may be contained within this managed object. The Name
Binding template defined in ISO/IEC 10165-4 : 1992 provides the appropriate notation to achieve
this definition.

D.2.4.3 Attributes

It is necessary that the specification of attributes relate the definition of the attributes to the behaviour of the
managed object as a whole, and aso to the behaviour of the resource to which the managed object relates.
The attribute types are chosen, where possible, from those identified in ISO/IEC 10165-2 : 1992. Whereitis
necessary to define additional attribute types, the Attribute and Attribute Group templates defined in SO/
IEC 10165-4 : 1992 provide the appropriate notation to achieve this definition.

D.2.4.4 Definitions of actions and notifications
Actions that may be performed upon the managed object are defined in terms of any parameters that are
required by the actions, and the results of the actionsin terms of values returned and the effect upon the man-

aged object and its attributes. Any notifications that may be generated by the managed object are also speci-
fied, along with the circumstances under which they are generated, and the information associated with
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them. The Action and Notification templates defined in ISO/IEC 10165-4 : 1992 provide the appropriate
notation to achieve this definition.

D.2.4.5 Definition of error handling

Any error conditions that can occur when any of the operations identified in the specification are performed
upon the managed object, and the consequencesin terms of the result of the operation shall be specified. The
Parameter template defined in ISO/IEC 10165-4 : 1992 provide the appropriate notation to achieve
this definition.

D.2.4.6 Definitions of other relationships

Other types of relationships between a managed object class and other managed object classes, for example,
usage relationships or inheritance relationships as described in ISO/IEC 10165-1:1992, should
be described.

D.2.4.7 Encodings

The encodings that are necessary in order to complete the protocol specification should be included. These
encodings should include identifiers, values, operation types, event types, error codes, etc., as required by
the protocol elements being used. In the case of the LAN/MAN Management protocol (ISO/IEC DIS 15802-
2, ISO/IEC 8802-3 Amendment 11, and ISO 7498 : 1984) or CMIP (ISO/IEC 9596-1 : 1991), this will
require the specification of these elements within an ASN.1 module, as indicated in GDMO (ISO/IEC
10165-4 : 1992).

D.2.4.8 Object identifier registration

A section or clause is required that summarizes all defined object identifiers for the specification (used,
reserved, or deprecated). This section or clause is required in order to manage the assignment of identifiers
and in order to prevent the redundant assignment of identifiers in future revisions of the specification.

D.2.4.9 Label naming conventions

For ease of readability, the convention shown in table D-1 is recommended for labeling of management
information in LAN/MAN standards. Individual words should each be capitalized. Information types should
be given a prefix that identifies the type of information being defined. As an example, the GDMO label for a
managed object class for refrigerators might be named oRefrigerator. The attribute for ice cubes produced
might be al ceCubesProduced, etc.

Table D-1—Label naming conventions

Prefix Information type
a Attribute

b Behaviour

nb Name Binding

n Notification

ac Action

p Package

pa Parameter

ag Attribute Group

o] Object Class
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D.2.4.10 Implications of PDU size

Given that the CMIP-based 802.1 LAN/MAN Management protocol (ISO/IEC DIS 15802-2, ISO/IEC
8802-3 Amendment 11, and 1SO 7498 : 1984) utilizes LLC Type 1 services for PDU encoding, inherent size
limitations may exist on attributes, actions, parameters, and notifications defined within LAN/MAN stan-
dards. While no practical restriction is expected in most cases, a section or clause is required that defines
whether or not any such restrictions exist. No attribute, action, parameter, or notification shall be defined
that, when encoded in an 802.1 LAN/MAN CPDU, exceeds the minimum CPDU size.

D.3 Aspects of conformance

This subclause discusses conformance issues that should be addressed in other standards; it does not of itself
define conformance requirements placed on open systems by this standard. The |SO/IEC Systems Manage-
ment Overview (ISO/IEC 10040 : 1992) provides further guidance with respect to conformance issues in
Systems Management and their implications for managed object definitions.

D.3.1 General aspects of conformance

In order to alow conformance to be claimed to 802.1 LAN/MAN Management (ISO/IEC DIS 15802-2,
ISO/IEC 8802-3 Amendment 11, and 1SO 7498 : 1984), a conformance clause is included in that standard.
ISO/IEC DIS 15802-2, LAN/MAN Management, states that a product claiming conformance shall
implement

a) A defined subset of the 802.1 LAN/MAN Management protocol;

b)  The set of managed objects that are defined as mandatory in all 802 standards to which conformance
is claimed within astation (i.e., 802.1 plus the appropriate MAC and LL C standards).

D.3.2 Optional managed objects

Asstated in ISO/IEC 10165-1 : 1992, managed objects can be defined that contain other managed objectsin
a hierarchical containment structure, and managed object class definitions may contain conditional
packages.

The definition of the managed object class shall state clearly the circumstances under which conditional
packages are present. Claims of conformance to such a specification can be made only if all the mandatory
elementsidentified in the specification are supported under the set of conditions that apply.

The definition of the name bindings that apply to the managed object classes define the possible containment

relationships that may exist. Claims of conformance shall indicate which name bindings are supported by
the implementation.

D.3.3 Conformance statements
The conformance statement associated with alayer management section shall
a) State that conformance to ISO/IEC DIS 15802-2 is necessary to claim “802 Management”

conformance;

b) List the mandatory managed objects and operations for the defined managed objects, and any man-
datory name bindings.
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D.4 Bit ordering

When specifying management information that will be exchanged between systems in management proto-
col, it is essential to define the encoding of that information in a manner that is unambiguous. Failure to do
this will result in problems of the kind that have been encountered as a consequence of the bit ordering dif-
ferencesin the existing LAN technologies.

The requirement is quite simply stated (as stated in 1SO 8822 : 1988, Information processing systems—
Open Systems Interconnection—Connection-oriented presentation service definition and SO 8823 : 1988,
Information processing systems—Open Systems I nterconnection—Connection-oriented presentation proto-
col specification), that when transferring information from one station to another, the internal (local) repre-
sentation of a piece of information in one station shall be converted into a recognized encoded form for
transmission (known as a transfer syntax in ISO 8822 : 1988 and 1SO 8823 : 1988) such that the data value
can be unambiguously converted back to the internal form recognized by the receiving station.

In this standard, the encoding of MAC addresses and OUIs is specified in an unambiguous way, based upon
the rules for representation of these data values that are defined in Section 5 of IEEE Std 802-1990. It is
strongly recommended that the same approach be taken by all other management standards that permit trans-
mission of thiskind of address information as data.

D.5 Units of measurement of time

Whenever attributes of managed objects are used to represent time-based measurement, the ASN. 1 represen-
tation must allow arange of time unit bases for measurement, ranging from picoseconds to days, asit doesin
this standard. If the definition of a managed object requires that granularity of measurement be constrained
in some way, this restriction should be so stated within the managed object definition. No inferences should
be made as to timer granularity or accuracy or other constraints based upon the time units chosen for the rep-
resentation of the attribute within the managed object.

D.6 Relevance of definitions

When devel oping standards for layer-managed objects, it is advisable that the purpose and utility of the man-
aged objects, attributes etc., being defined are clearly identified, and that definitions are carefully scrutinized
to determine their relevance. With a rigorous approach to identifying the real requirements for each defini-
tion, it should be possible to minimize the number of options available in the standard and aso to minimize
the costs in terms of implementation.

It should aso be borne in mind that the managed object definitions are the means by which a Manager is
provided with a view of some “real” piece of protocol machinery. Mechanisms defined for the purposes of
management should therefore not be such that the operation of the underlying protocol machine is modified
in away that causesit to deviate from the base standard.

D.7 Usage of Resource Type ID managed object class

The Resource Type ID managed object class provides useful information for identification of type and man-
ufacturer of devices implementing functions derived from LAN/MAN standards. Designers of LAN/MAN
standards should identify an appropriate point(s) in their managed object definitions for incorporation of the
Resource Type ID managed object class. In this standard, a name binding has been defined that allows an
instance of the Resource Type ID managed object class to be contained within “ISO/IEC 10165-2":system.
Other name bindings should be considered as appropriate by developers of LAN/MAN standards.
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Because the Resource Type ID managed object classis of significant benefit in the multivendor environment
of LAN/MAN systems, it is strongly recommended that this managed object class be made mandatory
where appropriate in each standard derived from these guidelines.

D.8 Extensions to management developments in 802

In addition to the layer management specifications directly related to the existing 802.n standards, it is
apparent that other aspects of LAN and MAN technology are legitimate subjects of management-related
standardization, for example, Repeater Management as developed within 802.3.

When developing further management standards within 802 layer groups, there are a number of existing
tools that may be used as appropriate:

a) 802.1 standards (layer management guidelines, LAN/MAN Management protocol, load protocol);
b)  802.nlayer management standards;
¢) 1SO Management standards (CMIS/CMIPB, SMI, Systems Management Functions, etc.).

In terms of where particular standards should be developed, it isimportant to bear in mind whether the stan-
dard is specific to aparticular LAN or MAN technology or whether it has wider applicability. In general, the
choice of where such work should be developed and documented should be determined by the following
criteria:

— Management should be defined only for elements that are applicable to (and defined in) the standard
to which the management specification relates.

— Layer management standards in 802.n should be extended where the solution requires technol ogy-
specific mechanisms. Thiswill generally be achieved by means of managed object specifications.

— Common mechanisms should be defined in 802.1 where the solution requires technol ogy-indepen-
dent but LAN-specific mechanisms. This will generally be achieved by protocol and/or managed
object specifications.

— Issues should be delegated to ISO/IEC JTC1 SC21 or SC6 (e.g., to the Configuration Management
group) via X3T5.4 or X3S3 when the solution isnot LAN specific.
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