
IEEE Std 802.11h™-2003
(Amendment to IEEE Std 802.11™, 1999 Edition (Reaff 2003), 

as amended  by
IEEE Stds 802.11a™-1999, 802.11b™-1999,

802.11b™-1999/Cor 1-2001, 802.11d™-2001,
and 802.11g™-2003)

IE
E

E
 S

ta
n

d
ar

d
s 802.11hTM

IEEE Standard for 
Information technology—

Telecommunications and information
exchange between systems—

Local and metropolitan area networks—
Specific requirements

Part 11: Wireless LAN Medium Access Control
(MAC) and Physical Layer (PHY) specifications

Amendment 5: Spectrum and Transmit Power 
Management Extensions in the 5 GHz band in
Europe

Published by 
The Institute of Electrical and Electronics Engineers, Inc.
3 Park Avenue, New York, NY 10016-5997, USA

14 October 2003

IEEE Computer Society

Sponsored by the
LAN/MAN Standards Committee

IE
E

E
 S

ta
n

d
ar

d
s

Print:  SH95172
PDF:  SS95172

This amendment is an approved IEEE
Standard. It will be incorporated into the
base standard in a future edition.



The Institute of Electrical and Electronics Engineers, Inc.
3 Park Avenue, New York, NY 10016-5997, USA

Copyright © 2003 by the Institute of Electrical and Electronics Engineers, Inc.
All rights reserved. Published 14 October 2003. Printed in the United States of America.

IEEE and 802 are registered trademarks in the U.S. Patent & Trademark Office, owned by the Institute of Electrical and
Electronics Engineers, Incorporated.

Print: ISBN 0-7381-3818-5 SH95172
PDF: ISBN 0-7381-3819-3 SS95172

No part of this publication may be reproduced in any form, in an electronic retrieval system or otherwise, without the prior
written permission of the publisher. 

Recognized as an IEEE Std 802.11h™-2003
American National Standard (ANSI) (Amendment to IEEE Std 802.11™, 1999 Edition (Reaff 2003),

as amended by 
IEEE Stds 802.11a™-1999, 802.11b™-1999,

802.11b™-1999/Cor 1-2001, 802.11d™-2001, 
and 802.11g™-2003)

IEEE Standard for 
Information technology—

Telecommunications and information
exchange between systems—

Local and metropolitan area networks—
Specific requirements

Part 11: Wireless Medium Access Control (MAC) 
and Physical Layer (PHY) specifications:

Amendment 5: Spectrum and transmit power 
management extensions in the 5 GHz band in 
Europe
Sponsor
LAN/MAN Committee
of the
IEEE Computer Society

Approved 29 December 2003
American National Standard Institute

Approved 11 September 2003
IEEE-SA Standards Board

Abstract: This amendment specifies the extensions to IEEE 802.11™ for wireless local area
networks (WLANs) providing mechanisms for dynamic frequency selection (DFS) and transmit
power control (TPC) that may be used to satisfy regulatory requirements for operation in the 5 GHz
band in Europe.
Keywords: dynamic frequency selection (DFS), local area network (LAN), transmit power control
(TPC)



IEEE Standards documents are developed within the IEEE Societies and the Standards Coordinating Committees of the
IEEE Standards Association (IEEE-SA) Standards Board. The IEEE develops its standards through a consensus develop-
ment process, approved by the American National Standards Institute, which brings together volunteers representing varied
viewpoints and interests to achieve the final product. Volunteers are not necessarily members of the Institute and serve with-
out compensation. While the IEEE administers the process and establishes rules to promote fairness in the consensus devel-
opment process, the IEEE does not independently evaluate, test, or verify the accuracy of any of the information contained
in its standards.

Use of an IEEE Standard is wholly voluntary. The IEEE disclaims liability for any personal injury, property or other dam-
age, of any nature whatsoever, whether special, indirect, consequential, or compensatory, directly or indirectly resulting
from the publication, use of, or reliance upon this, or any other IEEE Standard document.

The IEEE does not warrant or represent the accuracy or content of the material contained herein, and expressly disclaims
any express or implied warranty, including any implied warranty of merchantability or fitness for a specific purpose, or that
the use of the material contained herein is free from patent infringement. IEEE Standards documents are supplied “AS IS.”

The existence of an IEEE Standard does not imply that there are no other ways to produce, test, measure, purchase, market,
or provide other goods and services related to the scope of the IEEE Standard. Furthermore, the viewpoint expressed at the
time a standard is approved and issued is subject to change brought about through developments in the state of the art and
comments received from users of the standard. Every IEEE Standard is subjected to review at least every five years for revi-
sion or reaffirmation. When a document is more than five years old and has not been reaffirmed, it is reasonable to conclude
that its contents, although still of some value, do not wholly reflect the present state of the art. Users are cautioned to check
to determine that they have the latest edition of any IEEE Standard.

In publishing and making this document available, the IEEE is not suggesting or rendering professional or other services
for, or on behalf of, any person or entity. Nor is the IEEE undertaking to perform any duty owed by any other person or
entity to another. Any person utilizing this, and any other IEEE Standards document, should rely upon the advice of a com-
petent professional in determining the exercise of reasonable care in any given circumstances.

Interpretations: Occasionally questions may arise regarding the meaning of portions of standards as they relate to specific
applications. When the need for interpretations is brought to the attention of IEEE, the Institute will initiate action to prepare
appropriate responses. Since IEEE Standards represent a consensus of concerned interests, it is important to ensure that any
interpretation has also received the concurrence of a balance of interests. For this reason, IEEE and the members of its soci-
eties and Standards Coordinating Committees are not able to provide an instant response to interpretation requests except in
those cases where the matter has previously received formal consideration. 

Comments for revision of IEEE Standards are welcome from any interested party, regardless of membership affiliation with
IEEE. Suggestions for changes in documents should be in the form of a proposed change of text, together with appropriate
supporting comments. Comments on standards and requests for interpretations should be addressed to:

Secretary, IEEE-SA Standards Board

445 Hoes Lane

P.O. Box 1331

Piscataway, NJ 08855-1331

USA

Authorization to photocopy portions of any individual standard for internal or personal use is granted by the Institute of
Electrical and Electronics Engineers, Inc., provided that the appropriate fee is paid to Copyright Clearance Center. To
arrange for payment of licensing fee, please contact Copyright Clearance Center, Customer Service, 222 Rosewood Drive,
Danvers, MA 01923 USA; +1 978 750 8400. Permission to photocopy portions of any individual standard for educational
classroom use can also be obtained through the Copyright Clearance Center.

Note: Attention is called to the possibility that implementation of this standard may require use of subject mat-
ter covered by patent rights. By publication of this standard, no position is taken with respect to the existence or
validity of any patent rights in connection therewith. The IEEE shall not be responsible for identifying patents
for which a license may be required by an IEEE standard or for conducting inquiries into the legal validity or
scope of those patents that are brought to its attention.



Introduction

(This introduction is not part of IEEE 802.11h-2003, IEEE Standard for Information technology—Telecommunications
and information exchange between systems—Local and metropolitan area networks—Specific requirements—Part 11:
Wireless Medium Access Control (MAC) and Physical Layer (PHY) specifications: Amendment # 5: Spectrum and
Transmit Power Management Extensions in the 5 GHz band in Europe.)

IEEE Std 802.11h-2003

IEEE Std 802.11h-2003 provides mechanisms for dynamic frequency selection (DFS) and transmit power
control (TPC) that may be used to satisfy regulatory requirements for operation in the 5 GHz band in
Europe.

Patents

Attention is called to the possibility that implementation of this standard may require use of subject matter
covered by patent rights. By publication of this standard, no position is taken with respect to the existence or
validity of any patent rights in connection therewith. The IEEE shall not be responsible for identifying
patents for which a license may be required by an IEEE standard or for conducting inquiries into the legal
validity or scope of those patents that are brought to its attention. A patent holder has filed a statement of
assurance that it will grant licenses under these rights without compensation or under reasonable rates and
nondiscriminatory, reasonable terms and conditions to all applicants desiring to obtain such licenses. The
IEEE makes no representation as to the reasonableness of rates and/or terms and conditions of the license
agreements offered by patent holders. Further information may be obtained from the IEEE Standards
Department.

Interpretations and errata

Interpretations and errata associated with this amendment may be found at one of the following Internet 
locations:

— http://standards.ieee.org/reading/ieee/interp/

— http://standards.ieee.org/reading/ieee/updates/errata/
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NOTE—The editing instructions contained in this amendment define how to merge the material contained herein into
the existing base standard and its amendments to form the comprehensive standard. 

The editing instructions are shown in bold italic. Three editing instructions are used: change, delete, and insert. Change
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1. Overview

1.2 Purpose

Insert the following item at the end of the list at the end of 1.2:

— Defines mechanisms for dynamic frequency selection (DFS) and transmit power control (TPC) that
may be used to satisfy regulatory requirements for operation in the 5 GHz band in Europe. The
regulations and conformance tests are listed in Clause 2.
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2. Normative references

Insert the following citations at the appropriate locations in Clause 2:

ERC/DEC/(99)23, ERC Decision of 29 November 1999 on the harmonized frequency bands to be desig-
nated for the introduction of High Performance Radio Local Area Networks (HIPERLANs).1

ETSI EN 301 893, Broadband Radio Access Networks (BRAN); 5 GHz high performance RLAN; Part 2:
Harmonized EN covering essential requirements of article 3.2 of the R&TTE Directive.2

3. Definitions

Insert the following definitions in alphabetical order into Clause 3, renumbering as necessary:

3.53 dynamic frequency selection (DFS): Facilities mandated to satisfy requirements in some regulatory
domains for radar detection and uniform channel spreading in the 5 GHz band. These facilities may also be
used for other purposes, such as automatic frequency planning.

3.54 dynamic frequency selection (DFS) owner: A station (STA) in an independent basic service set
(IBSS) that takes responsibility for selecting the next channel after radar is detected operating in a channel.
Due to the nature of IBSSs, it cannot be guaranteed that there will be a single DFS owner at any particular
time and the protocol is robust to this situation.

3.55 effective isotropic radiated power (EIRP): The equivalent power of a transmitted signal in terms of
an isotropic (omnidirectional) radiator. Normally the EIRP equals the product of the transmitter power and
the antenna gain (reduced by any coupling losses between the transmitter and antenna).

3.56 5 GHz band in Europe: Refers to the nineteen 20 MHz channels between 5 GHz and 6 GHz in which
wireless local area network (WLAN) operation is allowed in the CEPT regulatory domain. 

3.57 link margin: Ratio of the received signal power to the minimum desired by the station (STA). The
STA may incorporate rate information and channel conditions, including interference, into its computation
of link margin. The specific algorithm for computing the link margin is implementation dependent.

3.58 receive power: Mean power measured at the antenna connector.

3.59 received power indicator (RPI): A quantized measure of the received power level as seen at the
antenna connector.

3.60 transmit power: The effective isotropic radiated power (EIRP) when referring to the operation of a
5 GHz 802.11™ orthogonal frequency division multiplexing (OFDM) physical layer (PHY) in a country
where so regulated.

3.61 transmit power control (TPC): Facilities mandated to satisfy requirements in some regulatory
domains for maximum transmit power and transmit power mitigation in the 5 GHz band. These facilities
may also be used for other purposes, e.g., reduction of interference, range control reduction of power
consumption.

1ERC documents are available from European Radiocommunications Office, Midtermolen 1, DK-2100, Copenhagen, Denmark 
(http://www.ero.dk).
2ETSI documents are available from ETSI, 650 Route des Lucioles, F-06921 Sopia Antipolis Cedex, France (http://www.etsi.org).
2 Copyright © 2003 IEEE. All rights reserved.
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3.62 uniform spreading: A regulatory requirement per ERC/DEC/(99)23 for a channel selection
mechanism that provides uniform loading across a minimum set of channels in the regulatory domain.3

4. Abbreviations and acronyms

Insert the following abbreviations in alphabetical order into Clause 4:

DFS dynamic frequency selection

RLAN radio local area network

RPI receive power indicator

TPC transmit power control

5. General description

5.3 Logical service interfaces

Insert the following items at the end of the list of architectural services in 5.3 as follows:

j) DFS

k) TPC

5.3.1 Station service (SS)

Insert the following items at the end of the list of SSs in 5.3.1 as follows:

e) DFS

f) TPC

5.4 Overview of the services

Change the first paragraph in 5.4 as follows:

There are nine several services specified by IEEE 802.11. Six of the services are used to support medium
access control (MAC) service data unit (MSDU) delivery between stations (STAs). Three of the services are
used to control IEEE 802.11 LAN access and confidentiality. Two of the services are used to provide
spectrum management.

Insert the following text for 5.4.4 through 5.4.4.2 after 5.4.3.3 as follows:

5.4.4 Spectrum management services

Two services are required to satisfy requirements in some regulatory domains for operation in the 5 GHz
band. These services are called transmit power control (TPC) and dynamic frequency selection (DFS).

3For information on references, see Clause 2.
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5.4.4.1 TPC

ERC/DEC/(99)23 requires radio local area networks (RLANs) operating in the 5 GHz band to use transmit-
ter power control, involving specification of a regulatory maximum transmit power and a mitigation
requirement for each allowed channel, to reduce interference with satellite services. The TPC service is used
to satisfy this regulatory requirement.

The TPC service provides for the following:

— Association of STAs with an access point (AP) in a basic service set (BSS) based on the STAs power
capability.

— Specification of regulatory and local maximum transmit power levels for the current channel.

— Selection of a transmit power for each transmission in a channel within constraints imposed by
regulatory requirements.

— Adaptation of transmit power based on a range of information, including path loss and link margin
estimates.

5.4.4.2 DFS

ERC/DEC/(99)23 requires RLANs operating in the 5 GHz band to implement a mechanism to avoid co-
channel operation with radar systems and to ensure uniform utilization of available channels. The DFS
service is used to satisfy these regulatory requirements.

The DFS service provides for the following:

— Association of STAs with an AP in a BSS based on the STAs’ supported channels.

— Quieting the current channel so it can be tested for the presence of radar with less interference from
other STAs.

— Testing channels for radar before using a channel and while operating in a channel.

— Discontinuing operations after detecting radar in the current channel to avoid interference with radar.

— Detecting radar in the current and other channels based on regulatory requirements.

— Requesting and reporting of measurements in the current and other channels.

— Selecting and advertising a new channel to assist the migration of a BSS or independent BSS (IBSS)
after radar is detected.

5.5 Relationships between services

Change the following list in 5.5 as follows:

a) Class 1 frames (permitted from within States 1, 2, and 3):

2) Management frames
i) Probe request/response
ii) Beacon
iii) Authentication: Successful authentication enables a STA to exchange Class 2 frames.

Unsuccessful authentication leaves the STA in State 1.
iv) Deauthentication: Deauthentication notification when in State 2 or State 3 changes the

STA’s state to State 1. The STA shall become authenticated again prior to sending Class 2
frames.

v) Announcement traffic indication message (ATIM)

vi) Action
4 Copyright © 2003 IEEE. All rights reserved.
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5.7 Message information contents that support the services

5.7.2 Association

Change the following list in 5.7.2 as follows:

Association request

— Message type: Management
— Message subtype: Association request
— Information items:

• IEEE address of the STA initiating the association
• IEEE address of the AP with which the initiating STA will associate
• ESS ID
• Power capability
• Supported channels

— Direction of message: From STA to AP

5.7.3 Reassociation

Change the following list in 5.7.3  as follows:

Reassociation request

— Message type: Management
— Message subtype: Reassociation request
— Information items:

• IEEE address of the STA initiating the reassociation
• IEEE address of the AP with which the initiating STA will reassociate
• IEEE address of the AP with which the initiating STA is currently associated
• ESS ID
• Power capability
• Supported channels

— Direction of message:
• From STA to AP (The AP with which the STA is requesting reassociation)

Insert the following text for 5.7.8 after 5.7.7 as follows:

5.7.8 Spectrum management

The spectrum management services are supported by the following action message:

Spectrum Management Action

— Message type: Management

— Message subtype: Spectrum Management Action

— Information items:

• Action identification
• Dialog token
• Action dependent information
• Direction of message: From STA to STA
Copyright © 2003 IEEE. All rights reserved. 5
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7. Frame formats

7.1 MAC frame formats

7.1.3 Frame fields

7.1.3.1 Frame Control field

7.1.3.1.2 Type and Subtype fields

Insert the Management/Action row before the Management/Reserved row and change the Management/
Reserved row in Table 1 as follows:

7.2 Format of individual frame types

7.2.3 Management frames

7.2.3.1 Beacon frame format

Change the order 11 information field and insert the order 14–18 information fields in Table 5 as follows:

Table 1—Valid type and subtype combinations

Type value
b3 b2 Type description Subtype value

b7 b6 b5 b4 Subtype description

00 Management 1101 Action

00 Management 11011110–1111 Reserved

Table 5—Beacon frame body

Order Information Notes

11 Country The Country information element shall be present when 
dot11MultiDomainCapabilityEnabled is true or 
dot11SpectrumManagementRequired is true.

14 Power Constraint Power Constraint element shall be present if 
dot11SpectrumManagementRequired is true.

15 Channel Switch 
Announcement

Channel Switch Announcement element may be present if 
dot11SpectrumManagementRequired is true.

16 Quiet Quiet element may be present if 
dot11SpectrumManagementRequired is true.

17 IBSS DFS IBSS DFS element shall be present if 
dot11SpectrumManagementRequired is true in an IBSS.

18 TPC Report TPC Report element shall be present if 
dot11SpectrumManagementRequired is true.
6 Copyright © 2003 IEEE. All rights reserved.
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7.2.3.4 Association Request frame format

Insert the order 6 and 7 information fields in Table 7 as follows:

7.2.3.6 Reassociation Request frame format

Insert the order 7 and 8 information fields in Table 9 as follows:

7.2.3.9 Probe Response frame format

Change Table 12 from order 10 information field to the end of the table as follows:

Table 7—Association Request frame body

Order Information Notes

6 Power Capability The Power Capability element shall be present if 
dot11SpectrumManagementRequired is true.

7 Supported Channels The Supported Channels element shall be present if 
dot11SpectrumManagementRequired is true.

Table 9—Reassociation Request frame body

Order Information Notes

7 Power Capability The Power Capability element shall be present if 
dot11SpectrumManagementRequired is true.

8 Supported Channels The Supported Channels element shall be present if 
dot11SpectrumManagementRequired is true.

Table 12—Probe Response frame body

Order Information Notes

10 Country Included if dot11MultiDomainCapabilityEnabled or 
dot11SpectrumManagementRequired is true.  

11 FH Parameters FH Parameters, as specified in 7.3.2.10, may be included if 
dot11MultiDomainCapabilityEnabled is true.

12 FH Pattern Table FH Pattern Table information, as specified in 7.3.2.11, may 
be included if dot11MultiDomainCapability-Enabled is 
true.

13 Power Constraint Shall be included if dot11SpectrumManagementRequired 
is true.

14 Channel Switch 
Announcement

May be included if dot11SpectrumManagementRequired is 
true.

15 Quiet May be included if dot11SpectrumManagementRequired is 
true.
Copyright © 2003 IEEE. All rights reserved. 7
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Insert 7.2.3.12 after 7.2.3.11 as follows:

7.2.3.12 Action frame format

The frame body of a management frame of subtype Action contains the information shown in Table 15a.

7.3 Management frame body components

7.3.1 Fixed fields

7.3.1.4 Capability Information field

Change the second paragraph in 7.3.1.4 as follows:

The length of the Capability Information field is 2 octets. The Capability Information field consists of the
following subfields: extended service set (ESS), IBSS, contention-free (CF)-Pollable, CF-Poll Request,
Privacy, Short Preamble, Packet Binary Convolutional Code (PBCC), Channel Agility, Spectrum
Management, Short Slot Time, and DSSS-OFDM. The format of the Capability Information field is as
illustrated in Figure 27. No subfield is supplied for ERP as a STA supports ERP operation if it includes all of
the Clause 19 mandatory rates in its supported rate set.

16 IBSS DFS Shall be included if dot11SpectrumManagementRequired 
is true in an IBSS.

17 TPC Report Shall be included if dot11SpectrumManagementRequired 
is true.

18 Reserved

19 ERP Information The ERP Information element is present within Beacon 
frames generated by STAs using ERP PHYs and is option-
ally present in other cases.

20 Extended Supported 
Rates

The Extended Supported Rates element is present when-
ever there are more than eight supported rates, and it is 
optional otherwise.

1321–n Requested information 
elements

Elements requested by the Request information element of 
the Probe Request frame.

Table 15a—Action frame body

Order Information

1 Action

Table 12—Probe Response frame body  (continued)

Order Information Notes
8 Copyright © 2003 IEEE. All rights reserved.
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Change the contents of Figure 27 as shown:

Insert the following text after the paragraph that starts “Bit 7 of the ...” in 7.3.1.4:

A STA shall set the Spectrum Management subfield in the Capability Information field to 1 if the STA’s
dot11SpectrumManagementRequired is true; otherwise, it shall be set to 0.

7.3.1.7 Reason Code field

Insert reason codes 10 and 11 and change the Reserved reason code row in Table 18 as follows:

7.3.1.9 Status Code field

Insert status codes 22-24 and change the Reserved status code row in Table 19 as follows:

Table 18—Reason codes

Reason code Meaning

10 Disassociated because the information in the Power Capability 
element is unacceptable

11 Disassociated because the information in the Supported 
Channels element is unacceptable

1012–65 535 Reserved

Table 19—Status codes

Status code Meaning

22 Association request rejected because Spectrum Management 
capability is required

23 Association request rejected because the information in the 
Power Capability element is unacceptable

24 Association request rejected because the information in the 
Supported Channels element is unacceptable

2225–65 535 Reserved

B2 B3 B4 B5 B6 B7 B8 B15B1B0

Octets:
2

ESS IBSS CF
Pollable

CF-Poll
Request

ShortPrivacy PBCC Channel
Agility

Reserved
Preamble

B9

Spectrum
Mgmt

Figure 27—Capability Information fixed field

B14B13B12B11B10

ReservedRe-
served

Short
Slot
Time

DSSS-
OFDM
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Insert 7.3.1.11 after 7.3.1.10 and renumber figures and tables as necessary:

7.3.1.11 Action field

The Action field provides a mechanism for specifying extended management actions. The format of the
Action field is shown in Figure 33a.

The Category field shall be set to one of the nonreserved values shown in Table 19a. If a STA receives a uni-
cast Action frame with an unrecognized Category field or some other syntactic error and the most significant
bit (MSB) of the Category field set to 0, then the STA shall return the Action frame to the source without
change except that the MSB of the Category field shall be set to 1.

The Action Details field contains the details of the action. The details of the actions allowed in each category
are described in the appropriate subclause referenced in Tab1e 19a.

7.3.2 Information elements

Change Table 20 from element identifier (ID) 17 to the end of the table as follows:

Category Action Details

Octets: 1 variable

Figure 33a—Action field

Table 19a—Category values

Name Value See subclause

Spectrum management 0 7.4.1

Reserved 1–127 —

Error 128–255 —

Table 20—Element IDs

Information element Element ID

Reserved 17–31

Power Constraint 32

Power Capability 33

TPC Request 34

TPC Report 35

Supported Channels 36

Channel Switch Announcement 37
10 Copyright © 2003 IEEE. All rights reserved.
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Insert 7.3.2.15 through 7.4.1.5 after 7.3.2.14 and renumber figures and tables as appropriate:

7.3.2.15 Power Constraint element

The Power Constraint element contains the information necessary to allow a STA to determine the local
maximum transmit power in the current channel. The format of the Power Constraint element is shown in
Figure 46a.

The Length field shall be set to 1.

The Local Power Constraint field shall be set to a value that allows the mitigation requirements to be
satisfied in the current channel. The field is coded as an unsigned integer in units of decibels. The local
maximum transmit power for a channel is thus defined as the maximum transmit power level specified for
the channel in the Country element minus the local power constraint specified for the channel [from the
management information base (MIB)] in the Power Constraint element.

The Power Constraint element is included in Beacon frames, as described in 7.2.3.1, and Probe Response
frames, as described in 7.2.3.9. The use of Power Constraint elements is described in 11.5.2.

7.3.2.16 Power Capability element

The Power Capability element specifies the minimum and maximum transmit powers with which a STA is
capable of transmitting in the current channel. The format of the Power Capability element is shown in
Figure 46b.

The Length field shall be set to 2.

Measurement Request 38

Measurement Report 39

Quiet 40

IBSS DFS 41

ERP Information 42

Reserved 43–49

Extended Supported Rates 50

Reserved 51–255

Element ID Length Local Power 
Constraint

Octets: 1 1 1

Figure 46a—Power Constraint element format

Table 20—Element IDs  (continued)

Information element Element ID
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The Minimum Transmit Power Capability field shall be set to the nominal minimum transmit power with
which the STA is capable of transmitting in the current channel, with a tolerance ± 5 dB. The field is coded
as a signed integer in units of decibels relative to 1 mW.

The Maximum Transmit Power Capability field shall be set to the nominal maximum transmit power with
which the STA is capable of transmitting in the current channel, with a tolerance ± 5 dB . The field is coded
as a signed integer in units of decibels relative to 1 mW.

The Power Capability element is included in Association Request frames, as described in 7.2.3.4, and
Reassociation Request frames, as described in 7.2.3.6. The use of Power Capability elements is described in
11.5.1.

7.3.2.17 TPC Request element

The TPC Request element contains a request for a STA to report transmit power and link margin
information using a TPC Report element. The format of the TPC Request element is shown in Figure 46c.

The Length field shall be set to 0.

The TPC Request element is included in TPC Request frames, as described in 7.4.1.3. The use of TPC
Request elements and frames is described in 11.5.4.

7.3.2.18 TPC Report element

The TPC Report element contains transmit power and link margin information sent in response to a TPC
Request element. A TPC Report element is included in a Beacon frame or Probe Response frame without a
corresponding request. The format of the TPC Report element is shown in Figure 46d.

Element ID Length Minimum 
Transmit Power 

Capability

Maximum 
Transmit Power 

Capability

Octets: 1 1 1 1

Figure 46b—Power Capability element format

Element ID Length

Octets: 1 1

Figure 46c—TPC Request element format

Element ID Length Transmit Power Link Margin

Octets: 1 1 1 1

Figure 46d—TPC Report element format
12 Copyright © 2003 IEEE. All rights reserved.
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The Length field shall be set to 2.

The Transmit Power field shall be set to the transmit power used to transmit the frame containing the TPC
Report element. The field is coded as a signed integer in units of decibels relative to 1 mW. The maximum
tolerance for the transmit power value reported in the TPC Response element shall be ± 5 dB. This tolerance
is defined as the difference, in decibels, between the reported power value and the actual EIRP of the STA
(measured when transmitting 1500 octet frames). 

The Link Margin field contains the link margin at the time and for the rate at which the frame containing the
TPC Request element was received. The field is coded as a signed integer in units of decibels. The Link
Margin field shall be set to 0 and shall be ignored when a TPC Report element is included in a Beacon frame
or Probe Response frame. The measurement method of Link Margin is beyond the scope of this amendment.

The TPC Report element is included in TPC Report frames, as described in 7.4.1.4; Beacon frames, as
described in 7.2.3.1; and Probe Response frames, as described in 7.2.3.9. The use of TPC Report elements
and frames is described in 11.5.4.

7.3.2.19 Supported Channels element

The Supported Channels element contains a list of channel subbands (from those channels defined in
17.3.8.3.3) in which a STA is capable of operating. The format of the Supported Channels element is shown
in Figure 46e.

The Length field is variable and depends on the number of subbands, defined by a First Channel Number–
Number of Channels pair, that are included in the element.

The First Channel Number field shall be set to the first channel (as defined in 17.3.8.3.3) in a subband of
supported channels.

The Number of Channels field shall be set to the number of channels in a subband of supported channels.

The Supported Channels element is included in Association Request frames, as described in 7.2.3.4, and
Reassociation Request frames, as described in 7.2.3.6. The use of the Supported Channels element is
described in 11.6.1 and 11.6.7.

7.3.2.20 Channel Switch Announcement element

The Channel Switch Announcement element is used by an AP in a BSS or a STA in an IBSS to advertise
when it is changing to a new channel and the channel number of the new channel. The format of the Channel
Switch Announcement element is shown in Figure 46f.

The Length field shall be set to 3.

One (first channel, number of 
channels) tuple for each subband 

Element ID Length First Channel 
Number

Number of 
Channels

Octets: 1 1 1 1

Figure 46e—Supported Channels element format
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The Channel Switch Mode field indicates any restrictions on transmission until a channel switch. An AP in a
BSS or a STA in an IBSS shall set the Channel Switch Mode field to either 0 or 1 on transmission. A Chan-
nel Switch Mode set to 1 means that the STA in a BSS to which the frame containing the element is
addressed shall transmit no further frames within the BSS until the scheduled channel switch. A STA in an
IBSS may treat a Channel Switch Mode field set to 1 as advisory. A Channel Switch Mode set to 0 does not
impose any requirement on the receiving STA.

The New Channel Number field shall be set to the number of the channel to which the STA is moving (as
defined in 17.3.8.3.3).

The Channel Switch Count field either shall be set to the number of target beacon transmission times
(TBTTs) until the STA sending the Channel Switch Announcement element switches to the new channel or
shall be set to 0. A value of 1 indicates that the switch will occur immediately before the next TBTT. A value
of 0 indicates that the switch will occur at any time after the frame containing the element is transmitted.

The Channel Switch Announcement element is included in Channel Switch Announcement frames, as
described in 7.4.1.5, and may be included in Beacon frames, as described in 7.2.3.1, and Probe Response
frames, as described in 7.2.3.9. The use of Channel Switch Announcement elements and frames is described
in 11.6.7.

7.3.2.21 Measurement Request element

The Measurement Request element contains a request that the receiving STA undertake the specified
measurement action. The format of the Measurement Request element is shown in Figure 46g.

Element ID Length Channel Switch 
Mode

New Channel 
Number

Channel Switch 
Count

Octets: 1 1 1 1 1

Figure 46f—Channel Switch Announcement element format

Element ID Length Measurement 
Token

Measurement 
Request Mode

(see 
Figure 46h)

Measurement 
Type

Measurement 
Request

Octets: 1 1 1 1 1 variable

Figure 46g—Measurement Request element format

Reserved
(0)

Enable Request Report Reserved
(0)

Bit: 0 1 2 3 4–7

Figure 46h—Measurement Request Mode field
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The Length field is variable and depends on the length of the Measurement Request field. The minimum
value of the Length field is 3 (based on a minimum length for the Measurement Request field of 0 octets).

The Measurement Token shall be set to a nonzero number that is unique among the Measurement Request
elements in a particular Measurement Request frame.

The Measurement Request Mode field (shown in Figure 46h) is a bit field with the following bits defined:

— Enable bit (bit 1) indicates whether this element is used to request the destination STA to enable or
disable the sending of measurement requests and autonomous measurement reports of a specified
type to this STA. The Enable bit shall be set to 1 when the Request bit and Report bit are valid. The
Enable bit shall be set to 0 when the Request bit and Report bit are invalid.

— Request bit (bit 2) indicates whether the STA receiving the request shall enable or disable
measurement requests of the type specified in the Measurement Type field. The Request bit shall be
set to 1 when enabling a measurement request. The Request bit shall be set to 0 when disabling a
measurement request or when the Request bit is invalid (i.e., when the Enable bit is set to 0 or when
the Measurement Type field contains a reserved measurement request type value).

— Report bit (bit 3) indicates whether the STA receiving the request shall enable or disable autonomous
measurement reports of the type corresponding to the measurement report specified in the
Measurement Type field. The Report bit shall be set to 1 when enabling an autonomous
measurement report. The Report bit shall be set to 0 when disabling an autonomous measurement
report or when the Report bit is invalid (i.e., when the Enable bit is set to 0 or when the Measurement
Type field contains a reserved measurement report type value).

— All other bits are reserved and shall be set to 0.

The use of the Enable, Request, and Report bits is also summarized in Table 20a. See 11.6.6 for the descrip-
tion of how a STA shall handle requests to enable or disable measurement requests and autonomous reports.

Table 20a—Summary of use of Enable, Request, and Report bits

Bits
Meaning of bits

Enable Request Report

0 0 0 When Enable bit is set to 0, Request and Report bits are invalid and shall be 
set to 0.

0 0 1 Not allowed.

0 1 0 Not allowed.

0 1 1 Not allowed.

1 0 0 The transmitting STA is requesting that it be sent neither measurement 
requests nor autonomous measurement reports of the types indicated in the 
Measurement Type field.

1 1 0 The transmitting STA is indicating it will accept measurement requests and 
requesting it not be sent autonomous measurement reports of the types 
indicated in the Measurement Type field.

1 0 1 The transmitting STA is requesting it not be sent measurement requests and 
indicating it will accept autonomous measurement reports of the types 
indicated in the Measurement Type field.

1 1 1 The transmitting STA is indicating it will accept measurement requests and 
autonomous measurement reports of the type indicated in the Measurement 
Type field.
Copyright © 2003 IEEE. All rights reserved. 15
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The Measurement Type field shall be set to a number that identifies a measurement request or a measure-
ment report. The Measurement Types that have been allocated for measurement requests are shown in
Table 20b and measurement reports are shown in Table 20c (in 7.3.2.22).

The Measurement Request field shall be null when the Enable bit is set to 1 and shall contain the
specification of the measurement request, as described in 7.3.2.21.1 through 7.3.2.21.3, when the Enable bit
is set to 0.

The Measurement Request element is included in a Measurement Request frame as described in 7.4.1.1. The
use of Measurement Request elements and frames is described in 11.6.6.

7.3.2.21.1 Basic request

A Measurement Type in the Measurement Request element may indicate a basic request. The response to a
basic request is a basic report. It is mandatory for a STA in a BSS to generate a basic report in response to a
basic request if the request is received from the AP with which it is associated, except as specified in 11.6.6.
The Measurement Request field corresponding to a basic request is shown in Figure 46i.

The Channel Number field shall be set to the channel number for which the measurement request applies (as
defined in 17.3.8.3.3).

The Measurement Start Time field shall be set to the timing synchronization function (TSF) timer at the time
(± 32µs) at which the requested basic request measurement shall start. A value of 0 shall indicate it shall
start immediately.

The Measurement Duration field shall be set to the duration of the requested measurement, expressed in
time units (TUs).

Table 20b—Measurement Type definitions for measurement requests

Name Measurement 
Type

Basic request 0

Clear channel assessment (CCA) request 1

Receive power indication (RPI) histogram request 2

Reserved 3–255

Channel 
Number

Measurement 
Start Time

Measurement 
Duration

Octets: 1 8 2

Figure 46i—Measurement Request field format for a basic request
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7.3.2.21.2 CCA request

A Measurement Type in the Measurement Request element may indicate a CCA request. A response to a
CCA request is a CCA report. It is optional for a STA to generate a CCA report in response to a CCA
Request. The Measurement Request field corresponding to a CCA request is shown in Figure 46j.

The Channel Number field shall be set to the channel number for which the measurement request applies (as
defined in 17.3.8.3.3).

The Measurement Start Time field shall be set to the TSF at the time (± 32µs) at which the requested CCA
request measurement shall start. A value of 0 shall indicate it shall start immediately.

The Measurement Duration field shall be set to the duration of the requested measurement, expressed in
TUs.

7.3.2.21.3 RPI histogram request

A Measurement Type in the Measurement Request element may indicate an RPI histogram request. A
response to an RPI histogram request is an RPI histogram report. It is optional for a STA to generate a RPI
histogram report in response to a RPI histogram request. The Measurement Request field corresponding to
an RPI histogram request is shown in Figure 46k.

The Channel Number field shall be set to the channel number for which the measurement request applies (as
defined in 17.3.8.3.3).

The Measurement Start Time field shall be set to the TSF at the time (± 32µs) at which the requested RPI
histogram request measurement shall start. A value of 0 shall indicate it shall start immediately.

The Measurement Duration field shall be set to the duration of the requested measurement, expressed in
TUs.

7.3.2.22 Measurement Report element

The Measurement Report element contains a measurement report. The format of the Measurement Report
element is shown in Figure 46l.

Channel 
Number

Measurement 
Start Time

Measurement 
Duration

Octets: 1 8 2

Figure 46j—Measurement Request field format for a CCA request

Channel 
Number

Measurement 
Start Time

Measurement 
Duration

Octets: 1 8 2

Figure 46k—Measurement Request field format for a RPI histogram request
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The Length field is variable and depends on the length of the Measurement Report field. The minimum
value of the Length field is 3.

The Measurement Token field shall be set to the Measurement Token in the corresponding Measurement
Request element. If the Measurement Report element is being sent autonomously, then the Measurement
Token shall be set to 0.

The Measurement Report Mode field (shown in Figure 46m) is a bit field with the following bits defined:

— Late bit (bit 0) indicates whether this STA is unable to carry out a measurement request because it
received the request after the requested measurement time. The Late bit shall be set to 1 to indicate
the request was too late. The Late bit shall be set to 0 to indicate the request was received in time for
the measurement to be executed. 

— Incapable bit (bit 1) indicates whether this STA is incapable of generating a report of the type speci-
fied in the Measurement Type field that was previously requested by the destination STA of this
Measurement Report element. The Incapable bit shall be set to 1 to indicate the STA is incapable.
The Incapable bit shall be set to 0 to indicate the STA is capable or the report is autonomous. 

— Refused bit (bit 2) indicates whether this STA is refusing to generate a report of the type specified in
the Measurement Type field that was previously requested by the destination STA of this Measure-
ment Report element. The Refused bit shall be set to 1 to indicate the STA is refusing. The Refused
bit shall be set to 0 to indicate the STA is not refusing or the report is autonomous.

— All other bits are reserved and shall be set to 0.

The Measurement Type field shall be set to a number that identifies the measurement report. The Measure-
ment Types that have been allocated are shown in Table 20c.

The Measurement Report field shall be null when the Late bit is set to 1, the Incapable bit is set to 1, or the
Refused bit is set to 1. Otherwise, it shall contain the specification of the measurement report, as described
in 7.3.2.22.1 through 7.3.2.22.3.

The Measurement Report element is included in a Measurement Report frame as described in 7.4.1.2. The
use of Measurement Report elements and frames is described in 11.6.6.

Element ID Length Measurement 
Token

Measurement 
Report Mode

(see 
Figure 46m)

Measurement 
Type

Measurement 
Report

Octets: 1 1 1 1 1 variable

Figure 46l—Measurement Report element format

Late Incapable Refused Reserved

Bit: 0 1 2 3–7

Figure 46m—Measurement Report Mode field
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7.3.2.22.1 Basic report

A Measurement Type in the Measurement Report element may indicate a basic report. The format of the
Measurement Report field corresponding to a basic report is shown in Figure 46n. It is mandatory for a STA
to support the generation of this report.

The Channel Number field shall be set to the channel number to which the basic report applies (as defined in
17.3.8.3.3).

The Measurement Start Time field shall be set to the TSF at the time (± 32µs) at which the basic report mea-
surement started.

The Measurement Duration field shall be set to the duration over which the basic report was measured,
expressed in TUs.

The Map field is coded as a bit field, as shown in Figure 46o, and shall contain the following bits:

— BSS bit, which shall be set to 1 when at least one valid MAC protocol data unit (MPDU) was
received in the channel during the measurement period from another BSS or IBSS. Otherwise, the
BSS bit shall be set to 0.

— OFDM Preamble bit, which shall be set to 1 when at least one sequence of short training symbols, as
defined in 17.3.3, was detected in the channel during the measurement period without a subsequent

Table 20c—Measurement Type definitions for measurement reports

Name Measurement 
Type

Basic report 0

CCA report 1

RPI histogram report 2

Reserved 3–255

Channel 
Number

Measurement 
Start Time

Measurement 
Duration

Map
(see Figure 46o)

Octets: 1 8 2 1

Figure 46n—Measurement Report field format for a basic report

BSS Orthogonal 
frequency 
division 

multiplexing 
(OFDM) 

Preamble

Unidentified 
Signal

Radar Unmeasured Reserved
(0)

Bit: 0 1 2 3 4 5-7

Figure 46o—Map field format
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valid Signal field (see 17.3.4). This may indicate the presence of an OFDM preamble, such as high-
performance RLAN/2 (HIPERLAN/2). Otherwise, the OFDM Preamble bit shall be set to 0.

— Unidentified Signal bit, which may be set to 1 when significant power is detected in the channel dur-
ing the measurement period that cannot be characterized as radar, an OFDM preamble, or a valid
MPDU. Otherwise, the Unidentified Signal bit shall be set to 0. The definition of significant power is
implementation dependent. 

— Radar bit, which shall be set to 1 when radar was detected operating in the channel during the mea-
surement period. The algorithm to detect radar shall satisfy regulatory requirements and is outside
the scope of this amendment. Otherwise, the Radar bit shall be set to 0.

— Unmeasured bit, which shall be set to 1 when this channel has not been measured. Otherwise, the
Unmeasured bit shall be set to 0. When the Unmeasured field is set to 1, all the other bit fields shall
be set to 0.

7.3.2.22.2 CCA report

A Measurement Type in the Measurement Report element may indicate a CCA report. It is optional for a
STA to support the generation of this report. The format of the Measurement Report field corresponding to a
CCA report is shown in Figure 46p.

The Channel Number field shall contain the channel number to which the CCA report applies (as defined in
17.3.8.3.3).

The Measurement Start Time field shall be set to the TSF at the time (± 32µs) at which the CCA report mea-
surement started.

The Measurement Duration field shall be set to the duration over which the CCA report was measured,
expressed in TUs.

The CCA Busy Fraction field shall contain the fractional duration over which CCA indicated the channel
was busy during the measurement duration. The resolution of the CCA busy measurement is in microsec-
onds. The CCA Busy Fraction value is defined as Ceiling (255 * [Duration CCA indicated channel was busy
(microseconds)] / (1024 * [Measurement duration (TUs)])).

7.3.2.22.3 RPI histogram report

A Measurement Type in the Measurement Report element may indicate an RPI histogram report. It is
optional for a STA to support the generation of this report. The format of the Measurement Report field cor-
responding to an RPI histogram report is shown in Figure 46q.

The Channel Number field shall be set to the channel number to which the RPI histogram report applies (as
defined in 17.3.8.3.3).

The Measurement Start Time field shall be set to the TSF at the time (± 32µs) at which the RPI histogram
report measurement started.

Channel 
Number

Measurement 
Start Time

Measurement 
Duration

CCA Busy 
Fraction

Octets: 1 8 2 1

Figure 46p—Measurement Report field format for a CCA report
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The Measurement Duration field shall be set to the duration over which the RPI histogram report was mea-
sured, expressed in TUs.

The RPI histogram report shall contain the RPI densities observed in the channel for the eight RPI levels
defined in Table 20d. To compute the RPI densities, the STA shall measure the received power level on the
specified channel, as detected at the antenna connector, as a function of time over the measurement duration.
The maximum tolerance of the received power measurements shall be ± 5 dB. Furthermore, the received
signal power measurement should be a monotonic function of the actual power at the antenna. The time
resolution of the received power measurements is in microseconds. The received power measurements are
converted to a sequence of RPI values by quantizing the measurements according to Table 4. The RPI
densities are then computed for each of the eight possible RPI values using Ceiling (255 * [Duration
receiving at RPI value (microseconds) / (1024 * Measurement duration)]). The sum of the RPI densities will
be approximately 255, but could be up to 262 because of rounding effects.

The RPI histogram report provides an additional mechanism for a STA to gather information on the state of
a channel from other STAs. The STA may use this information to assist in the choice of new channel, to help
avoid false radar detections, and to assess the general level of interference present on a channel. 

Channel 
Number

Measure-
ment 

Start Time

Measure-
ment 

Duration

Octets: 1 8 2

RPI 0 
density

RPI 1
density

RPI 2 
density

RPI 3 
density

RPI 4 
density

RPI 5 
density

RPI  6 
density

RPI 7 
density

Octets: 1 1 1 1 1 1 1 1

Figure 46q—Measurement Report field format for an RPI histogram report

Table 20d—RPI definitions for an RPI histogram report

RPI Power observed at the antenna
(dBm)

0 Power ≤ –87

1 –87 < Power ≤ –82

2 –82 < Power ≤ –77

3 –77 < Power ≤ –72

4 –72 < Power ≤ –67

5 –67 < Power ≤ –62

6 –62 < Power ≤ –57

7 –57 < Power
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7.3.2.23 Quiet element

The Quiet element defines an interval during which no transmission shall occur in the current channel. This
interval may be used to assist in making channel measurements without interference from other STAs in the
BSS or IBSS. The format of the Quiet element is shown in Figure 46r.

The Length field shall be set to 6.

The Quiet Count field shall be set to the number of TBTTs until the beacon interval during which the next
quiet interval shall start. A value of 1 indicates the quiet interval will start during the beacon interval starting
at the next TBTT. A value of 0 is reserved. 

The Quiet Period field shall be set to the number of beacon intervals between the start of regularly scheduled
quiet intervals defined by this Quiet element. A value of 0 indicates that no periodic quiet interval is defined.

The Quiet Duration field shall be set to the duration of the quiet interval, expressed in TUs.

The Quiet Offset field shall be set to the offset of the start of the quiet interval from the TBTT specified by
the Quiet Count field, expressed in TUs. The value of the Quiet Offset field shall be less than one beacon
interval.

The Quiet element may be included in Beacon frames, as described in 7.2.3.1, and Probe Response frames,
as described in 7.2.3.9. The use of Quiet elements is described in 11.6.2.

7.3.2.24 IBSS DFS element

The IBSS DFS element contains information for DFS operation in an IBSS. The format of the IBSS DFS
element is shown in Figure 46s.

Element ID Length Quiet
Count

Quiet
Period

Quiet
Duration

Quiet
Offset

Octets: 1 1 1 1 2 2

Figure 46r—Quiet element format

Element ID Length DFS
Owner

DFS Recovery 
Interval

Channel
Map

(see Figure 46t)

Octets: 1 1 6 1 2*n

Figure 46s—IBSS DFS element format

Channel 
Number

Map n tuples, one for each 
supported channel

Octets: 1 1

Figure 46t—Channel Map field format
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The Length field is variable.

The DFS Owner field shall be set to the individual IEEE MAC address of the STA that is the currently
known DFS Owner in the IBSS.

The DFS Recovery Interval field indicates the time interval that shall be used for DFS owner recovery,
expressed as an integral number of beacon intervals. The DFS Recovery Interval value is static throughout
the lifetime of the IBSS and is determined by the STA that starts the IBSS.

The Channel Map field shown in Figure 46t shall contain a Channel Number field and a Map field (see
7.3.2.22.1) for each channel supported by the STA transmitting the IBSS DFS element. Note that n in Figure
46s is the number of channels supported by the STA.

The IBSS DFS element may be included in Beacon frames, as described in 7.2.3.1, and Probe Response
frames, as described in 7.2.3.9. The use of IBSS DFS elements is described in 11.6.7.2.

7.4 Action frame format details

This subclause describes the Action frame formats, including the Action Details field, allowed in each of the
action categories defined in Table 19a in 7.3.1.11.

7.4.1 Spectrum management action details

Five Action frame formats are defined for spectrum management. An Action field, in the octet field
immediately after the Category field, differentiates the five formats. The Action field values associated with
each frame format are defined in Table 20e.

7.4.1.1 Measurement Request frame format

The Measurement Request frame uses the Action frame body format and is transmitted by a STA requesting
another STA to measure one or more channels. The format of the Measurement Request frame body is
shown in Figure 46u.

The Category field shall be set to 0 (representing spectrum management).

The Action field shall be set to 0 (representing a Measurement Request frame).

Table 20e—Spectrum management Action field values

Action field value Description

0 Measurement Request

1 Measurement Report

2 TPC Request

3 TPC Report

4 Channel Switch Announcement

5–255 Reserved
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The Dialog Token field shall be set to a nonzero value chosen by the STA sending the measurement request
to identify the request/report transaction.

The Measurement Request Elements field shall contain one or more of the Measurement Request elements
described in 7.3.2.21. The number and length of the Measurement Request elements in a Measurement
Request frame is limited by the maximum allowed MAC management PDU (MMPDU) size.

7.4.1.2 Measurement Report frame format

The Measurement Report frame uses the Action frame body format and is transmitted by a STA in response
to a Measurement Request frame or by a STA autonomously providing measurement information. The
format of the Measurement Report frame body is shown in Figure 46v.

The Category field shall be set to 0 (representing spectrum management).

The Action field shall be set to 1 (representing a Measurement Report frame).

The Dialog Token field shall be set to the value in any corresponding Measurement Request frame. If the
Measurement Report frame is not being transmitted in response to a Measurement Request frame, then the
Dialog token shall be set to 0.

The Measurement Report Elements field shall contain one or more of the Measurement Report elements
described in 7.3.2.22. The number and length of the Measurement Report elements in a Measurement Report
frame is limited by the maximum allowed MMPDU size.

7.4.1.3 TPC Request frame format

The TPC Request frame uses the Action frame body format and is transmitted by a STA requesting another
STA for transmit power and link margin information. The format of the TPC Request frame body is shown
in Figure 46w.

The Category field shall be set to 0 (representing spectrum management).

The Action field shall be set to 2 (representing a TPC Request frame).

Category Action Dialog Token Measurement 
Request Elements

Octets: 1 1 1 variable

Figure 46u—Measurement Request frame body format

Category Action Dialog Token Measurement
Report Elements

Octets: 1 1 1 variable

Figure 46v—Measurement Report frame body format
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The Dialog Token field shall be set to a nonzero value chosen by the STA sending the request to identify the
transaction.

The TPC Request element shall be set as described in 7.3.2.17.

7.4.1.4 TPC Report frame format

The TPC Report frame uses the Action frame body format and is transmitted by a STA in response to a TPC
Request frame. The format of the TPC Report frame body is shown in Figure 46x.

The Category field shall be set to 0 (representing spectrum management).

The Action field shall be set to 3 (representing a TPC Report frame).

The Dialog Token field shall be set to the Dialog Token value in the corresponding TPC Request frame.

The TPC Report element shall be set as described 7.3.2.18.

7.4.1.5 Channel Switch Announcement frame format

The Channel Switch Announcement frame uses the Action frame body format and is transmitted by an AP in
a BSS or a STA in an IBSS to advertise a channel switch. The format of the Channel Switch Announcement
frame body is shown in Figure 46y.

The Category field shall be set to 0 (representing spectrum management).

The Action field shall be set to 4 (representing a Channel Switch Announcement frame).

Category Action Dialog Token TPC Request 
element 

Octets: 1 1 1 2

Figure 46w—TPC Request frame body format

Category Action Dialog Token TPC Report 
element 

Octets: 1 1 1 4

Figure 46x—TPC Report frame body format

Category Action Channel Switch 
Announcement element 

Octets: 1 1 5

Figure 46y—Channel Switch Announcement frame body format
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The Channel Switch Announcement element shall be set as described 7.3.2.20.

9. MAC sublayer functional description

9.2 Distributed coordination function (DCF)

9.2.3 Interframe space (IFS)

9.2.3.2 Point coordination function (PCF) IFS (PIFS)

Change the first paragraph of 9.2.3.2 as follows:

The PIFS shall be used only by STAs operating under the PCF to gain priority access to the medium at the
start of the contention-free period (CFP) or by a STA to transmit a Channel Switch Announcement frame. A
STA using the PCF shall be allowed to transmit CF traffic after its carrier sense (CS) mechanism (see 9.2.1)
determines that the medium is idle at the TxPIFS slot boundary as defined in 9.2.10. A STA may also trans-
mit a Channel Switch Announcement frame after its CS mechanism (see 9.2.1) determines that the medium
is idle at the TxPIFS slot boundary. The use of the PIFS by STAs operating under the PCF is described in
9.3. The use of PIFS by STAs transmitting a Channel Switch Announcement frame is described in 11.6.7.1. 

10. Layer management

10.3 MAC sublayer management entity (MLME) service access point (SAP) 
interface

10.3.2 Scan

10.3.2.2 MLME-SCAN.confirm

10.3.2.2.2 Semantics of the service primitive

Insert the following elements at the end of the untitled table listing the elements of BSSDescription in
10.3.2.2.2:

Name Type Valid range Description

Country As defined in 
the Country 
element

As defined in the 
Country element

The information required to identify the regulatory 
domain in which the STA is located and to configure its 
physical layer (PHY) for operation in that regulatory 
domain.

Present only when TPC functionality is required, as 
specified in 11.5, or when 
dot11MultiDomainCapabilityEnabled is true.

IBSS DFS 
Recovery 
Interval

Integer 1–255 Only present if BSSType = INDEPENDENT.

The time interval that shall be used for DFS recovery.

Present only when DFS functionality is required, as 
specified in 11.6.
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10.3.6 Associate

10.3.6.1 MLME-ASSOCIATE.request

10.3.6.1.2 Semantics of the service primitive

Change the following primitive parameter list in 10.3.6.1.2:

MLME-ASSOCIATE.request(
PeerSTAAddress,
AssociateFailureTimeout,
CapabilityInformation,
ListenInterval,
Supported Channels
)

Insert the following row at the end of the untitled table defining the primitive parameters in 10.3.6.1.2:

10.3.7 Reassociate

10.3.7.1 MLME-REASSOCIATE.request

10.3.7.1.2 Semantics of the service primitive

Change the following primitive parameter list in 10.3.7.1.2:

MLME-REASSOCIATE.request(
NewAPAddress,
ReassociateFailureTimeout,
CapabilityInformation,
ListenInterval,
Supported Channels
)

Insert the following row at the end of the untitled table defining the primitive parameters in 10.3.7.1.2:

Name Type Valid range Description

Supported 
Channels

As defined in 
the Supported 
Channels 
element

As defined in the 
Supported 
Channels element

The list of channels in which the STA is capable of 
operating.

Present only when DFS functionality is required, as 
specified in 11.6.

Name Type Valid range Description

Supported 
Channels

As defined in 
the Supported 
Channels 
element

As defined in the 
Supported 
Channels element

The list of channels in which the STA is capable of 
operating.

Present only when DFS functionality is required, as 
specified in 11.6.
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10.3.10 Start

10.3.10.1 MLME-START.request

10.3.10.1.2 Semantics of the service primitive

Change the following primitive parameter list in 10.3.10.1.2:

MLME-START.request(

SSID,

BSSType,

BeaconPeriod,

DTIMPeriod,

CF parameter set,

PHY parameter set,

IBSS parameter set,

ProbeDelay,

CapabilityInformation,

BSSBasicRateSet,

OperationalRateSet,

Country,

IBSS DFS Recovery Interval

)

Insert the following rows at the end of the untitled table defining the primitive parameters in 10.3.10.1.2:

Name Type Valid range Description

Country As defined in 
the Country 
element

As defined in the 
Country element

The information required to identify the regulatory 
domain in which the STA is located and to configure its 
PHY for operation in that regulatory domain.

Present only when TPC functionality is required, as 
specified in 11.5, or when 
dot11MultiDomainCapabilityEnabled is true.

IBSS DFS 
Recovery 
Interval

Integer 1–255 Present only if BSSType = INDEPENDENT.

The time interval that shall be used for DFS recovery.

Present only when DFS functionality is required, as 
specified in 11.6.
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Insert 10.3.11 through 10.3.16.2.4 after 10.3.10.2.4 as follows:

10.3.11 Spectrum management protocol layer model

The layer management extensions for measurement and channel switching assume a certain partition of
spectrum management functionality between the MLME and station management entity (SME). This
partitioning assumes that policy decisions (e.g., regarding measurement and channel switching) reside in the
SME, while the protocol for measurement, switch timing, and the associated frame exchanges resides within
the MLME (see Figure 67a).

Figure 67a—Layer management model
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The informative diagrams within this subclause further illustrate the spectrum management protocol model
adopted. Figure 67b and Figure 67c depict the measurement process for a peer STA to accept and reject a
measurement request, respectively. Figure 67d illustrates the TPC adaptation process. Lastly, Figure 67e
depicts the management process for a channel switch using a Channel Switch Announcement frame.

Measurement 
Report frame 

MLME- 
MREPORT.ind 

MLME- 
MREPORT.req 

MLME-
MREPORT.cfm 

MLME- 
MEASURE.cfm 

Measurement 
Request frame 

MLME-
MREQUEST.ind 

MLME- 
MEASURE.req 

MLME-
MREQUEST.req 

MLME-
MREQUEST.cfm 

SME MLME

IEEE 802.11 STA

MLME SME

IEEE 802.11 STA

Decision to request 
measurement from peer 

STA 

Decision to accept 
measurement request 

from peer STA 
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report 

Measurement 
request 
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Figure 67b—Measurement request—accepted
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Figure 67c—Measurement request - rejected
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Figure 67d—TPC adaptation
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10.3.12 Measurement request

This set of primitives supports the signaling of measurement requests between peer SMEs.

10.3.12.1 MLME-MREQUEST.request

10.3.12.1.1 Function

This primitive requests the transmission of a measurement request to a peer entity.

10.3.12.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MREQUEST.request(
Peer MAC Address,
Dialog Token,
Measurement Request Set
)

Figure 67e—Channel switch
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10.3.12.1.3 When generated

This primitive is generated by the SME to request that a Measurement Request frame be sent to a peer entity
to initiate one or more measurements.

10.3.12.1.4 Effect of receipt

On receipt of this primitive, the MLME shall construct a Measurement Request frame containing the set of
Measurement Request elements specified. This frame shall then be scheduled for transmission.

10.3.12.2 MLME-MREQUEST.confirm

10.3.12.2.1 Function

This primitive reports the result of a request to send a Measurement Request frame.

10.3.12.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MREQUEST.confirm(
ResultCode
)

10.3.12.2.3 When generated

This primitive is generated by the MLME when the request to transmit a Measurement Request frame
completes.

Name Type Valid range Description

Peer MAC 
Address

MACAddress Any valid indi-
vidual or group 
MAC Address

The address of the peer MAC entity to which the 
measurement request shall be set.

Dialog Token Integer 0–255 The dialog token to identify the measurement 
transaction.

Measurement 
Request Set

Set of measure-
ment requests, 
each as defined in 
the Measurement 
Request element

Set of measure-
ment requests, 
each as defined in 
the Measurement 
Request element

A set of measurement requests, each containing a 
Measurement Token, Measurement Request Mode, 
Measurement Type, and a Measurement Request.

Name Type Valid range Description

ResultCode Enumeration SUCCESS,
INVALID 
PARAMETERS, 
or
UNSPECIFIED 
FAILURE

Reports the outcome of a request to send a Measurement 
Request frame.
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10.3.12.2.4 Effect of receipt

On receipt of this primitive, the SME shall evaluate the result code.

10.3.12.3 MLME-MREQUEST.indication

10.3.12.3.1 Function

This primitive indicates that a Measurement Request frame has been received requesting the measurement
of one or more channels.

10.3.12.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MREQUEST.indication(
Peer MAC Address,
Dialog Token,
Measurement Request Set 
)

10.3.12.3.3 When generated

This primitive is generated by the MLME when a valid Measurement Request frame is received.

10.3.12.3.4 Effect of receipt

On receipt of this primitive, the SME shall either reject the request or commence the requested
measurements.

10.3.13 Channel measurement

This set of primitives supports the requesting and reporting of measurement data.

Name Type Valid range Description

Peer MAC 
Address

MACAddress Any valid indi-
vidual Address

The address of the peer MAC entity from which the 
measurement request was received.

Dialog Token Integer 0–255 The dialog token to identify the measurement transaction.

Measurement 
Request Set

Set of 
measurement 
requests, each 
as defined in 
the Measure-
ment Request 
element

Set of measure-
ment requests, 
each as defined in 
the Measurement 
Request element

A set of measurement requests, each containing a 
Measurement Token, Measurement Request Mode, 
Measurement Type, and a Measurement Request.
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10.3.13.1 MLME-MEASURE.request

10.3.13.1.1 Function

This primitive is generated by the SME to request that the MLME initiate specified measurements.

10.3.13.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MEASURE.request(
Dialog Token,
Measurement Request Set
)

10.3.13.1.3 When generated

This primitive is generated by the SME to request that the MLME initiate the specified measurements.

10.3.13.1.4 Effect of receipt

On receipt of this primitive, the MLME shall commence the measurement process.

10.3.13.2 MLME-MEASURE.confirm

10.3.13.2.1 Function

This primitive reports the result of a measurement.

10.3.13.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MEASURE.confirm(
ResultCode,
Dialog Token,
Measurement Report Set
)

Name Type Valid range Description

Dialog Token Integer 0–255 The Dialog Token to identify the measurement 
transaction.

Measurement 
Request Set

Set of 
measurement 
requests, each 
as defined in 
the Measure-
ment Request 
element

Set of measure-
ment requests, 
each as defined in 
the Measurement 
Request element

A set of measurement requests, each containing a 
Measurement Token, Measurement Request Mode, 
Measurement Type, and a Measurement Request.
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10.3.13.2.3 When generated

This primitive is generated by the MLME to report the results when a measurement set completes.

10.3.13.2.4 Effect of receipt

On receipt of this primitive, the SME shall evaluate the result code and, if appropriate, shall store the
channel measurements pending communication to the requesting entity or for local use.

10.3.14 Measurement report

This set of primitives supports the signaling of measurement reports.

10.3.14.1 MLME-MREPORT.request

10.3.14.1.1 Function

This primitive supports the signaling of measurement reports between peer SMEs.

10.3.14.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MREPORT.request(
Peer MAC Address,
Dialog Token,
Measurement Report Set
)

Name Type Valid range Description

ResultCode Enumeration SUCCESS,
INVALID 
PARAMETERS, or 
UNSPECIFIED 
FAILURE

The outcome of the measurement request.

Dialog Token Integer 0–255 The dialog token to identify the measurement 
transaction.

Measurement 
Report Set

Set of 
measurement 
reports, each 
as defined in 
the Measure-
ment Report 
element

Set of measurement 
reports, each as 
defined in the Mea-
surement Report 
element

A set of measurement reports, each containing a 
Measurement Token, Measurement Report Mode, 
Measurement Type, and a Measurement Report.
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10.3.14.1.3 When generated

This primitive is generated by the SME to request that a frame be sent to a peer entity to report the results of
measuring one or more channels.

10.3.14.1.4 Effect of receipt

On receipt of this primitive, the MLME shall construct a Measurement Report frame containing the set of
measurement reports. This frame shall then be scheduled for transmission.

10.3.14.2 MLME-MREPORT.confirm

10.3.14.2.1 Function

This primitive reports the result of a request to send a Measurement Report frame.

10.3.14.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MREPORT.confirm(
ResultCode
)

10.3.14.2.3 When generated

This primitive is generated by the MLME when the request to transmit a Measurement Report frame
completes.

Name Type Valid range Description

Peer MAC 
Address

MACAddress Any valid indi-
vidual MAC 
Address

The address of the peer MAC entity to which the 
measurement report shall be set.

Dialog Token Integer 0–255 The dialog token to identify the measurement 
transaction. Set to 0 for an autonomous report.

Measurement 
Report Set

Set of measure-
ment reports, 
each as defined in 
the Measurement 
Report element

Set of measure-
ment reports, 
each as defined in 
the Measurement 
Report element

A set of measurement reports, each containing a 
Measurement Token, Measurement Report Mode, 
Measurement Type, and a Measurement Report.

Name Type Valid range Description

ResultCode Enumeration SUCCESS,
INVALID 
PARAMETERS, 
or 
UNSPECIFIED 
FAILURE

Reports the outcome of a request to send a Measurement 
Request frame.
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10.3.14.2.4 Effect of receipt

On receipt of this primitive, the SME shall evaluate the result code.

10.3.14.3 MLME-MREPORT.indication

10.3.14.3.1 Function

This primitive indicates that a Measurement Report frame has been received from a peer entity. This man-
agement report may be in response to an earlier measurement request (e.g., MLME-MREQUEST.request) or
may be an autonomous report.

10.3.14.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-MREPORT.indication(
Peer MAC Address,
Dialog Token,
Measurement Report Set
)

10.3.14.3.3 When generated

This primitive is generated by the MLME when a valid Measurement Report frame is received.

10.3.14.3.4 Effect of receipt

On receipt of this primitive, measurement data may be available for SME processes, such as channel
selection.

10.3.15 Channel switch

10.3.15.1 MLME-CHANNELSWITCH.request

10.3.15.1.1 Function

This primitive requests a switch to a new operating channel.

Name Type Valid range Description

Peer MAC 
Address

MACAddress Any valid indi-
vidual MAC 
Address

The address of the peer MAC entity from which the 
Measurement Report frame was received.

Dialog Token Integer 0–255 The dialog token to identify the measurement 
transaction. Set to 0 for an autonomous report.

Measurement 
Report Set

Set of measure-
ment reports, 
each as defined in 
the Measurement 
Report element

Set of measure-
ment reports, 
each as defined in 
the Measurement 
Report element

A set of measurement reports, each containing a 
Measurement Token, Measurement Report Mode, 
Measurement Type, and a Measurement Report.
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10.3.15.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-CHANNELSWITCH.request(
Mode,
Channel Number,
Channel Switch Count
)

10.3.15.1.3 When generated

This primitive is generated by the SME to schedule a channel switch and announce this switch to peer
entities in the BSS.

10.3.15.1.4 Effect of receipt

On receipt of this primitive, the MLME shall schedule the channel switch event and announce this switch to
other STAs in the BSS using the Channel Switch Announcement frame or element. The MLME shall ensure
the timing of frame transmission takes into account the activation delay. The actual channel switch may be
achieved at the appropriate time through the MLME-PLME interface using the PLME-SET primitive of the
dot11CurrentFrequency MIB attribute.

10.3.15.2 MLME-CHANNELSWITCH.confirm

10.3.15.2.1 Function

This primitive reports the result of a request to switch channel.

10.3.15.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-CHANNELSWITCH.confirm(
ResultCode
)

Name Type Valid range Description

Mode Integer 0, 1 Channel switch mode, as defined for the Channel Switch 
Announcement element.

Channel 
Number

Integer As defined in 
17.3.8.3.3

Specifies the new channel number.

Channel 
Switch Count

Integer 0–255 Specifies the number of TBTTs until the channel switch 
event, as described for the Channel Switch Announcement 
element.
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10.3.15.2.3 When generated

This primitive is generated by the MLME when a channel switch request completes. Possible unspecified
failure causes include an inability to schedule a channel switch announcement.

10.3.15.2.4 Effect of receipt

The SME is notified of the results of the channel switch procedure.

10.3.15.3 MLME-CHANNELSWITCH.indication

10.3.15.3.1 Function

This primitive indicates that a channel switch announcement has been received from a peer entity.

10.3.15.3.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-CHANNELSWITCH.indication(
Peer MAC Address,
Mode,
Channel Number,
Channel Switch Count
)

Name Type Valid range Description

ResultCode Enumeration SUCCESS,
INVALID 
PARAMETERS, 
or
UNSPECIFIED 
FAILURE

Reports the result of a channel switch request.

Name Type Valid range Description

Peer MAC 
Address

MACAddress Any valid 
individual MAC 
Address

The address of the peer MAC entity from which the 
Measurement Report frame was received.

Mode Integer 0, 1 Channel switch mode, as defined for the Channel Switch 
Announcement element.

Channel 
Number

Integer As defined in 
17.3.8.3.3 

Specifies the new channel number.

Channel 
Switch Count

Integer 0–255 Specifies the number of TBTTs until the channel switch 
event, as described for the Channel Switch Announcement 
element.
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10.3.15.3.3 When generated

This primitive is generated by the MLME when a valid Channel Switch Announcement frame is received.

10.3.15.3.4 Effect of receipt

On receipt of this primitive, the SME shall decide whether to accept the switch.

10.3.15.4 MLME-CHANNELSWITCH.response

10.3.15.4.1 Function

This primitive is used to schedule an accepted channel switch.

10.3.15.4.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-CHANNELSWITCH.response(
Mode,
Channel Number,
Channel Switch Count
)

10.3.15.4.3 When generated

This primitive is generated by the SME to schedule an accepted channel switch request.

10.3.15.4.4 Effect of receipt

On receipt of this primitive, the MLME shall schedule the channel switch. The actual channel switch may be
achieved at the appropriate time through the MLME-PLME interface using the PLME-SET primitive of the
dot11CurrentFrequncy MIB attribute.

10.3.16 TPC request

This set of primitives supports the adaptation of transmit power between peer entities as described in 11.5.4.

Name Type Valid range Description

Mode Integer 0, 1 Channel switch mode, as defined for the Channel Switch 
Announcement element.

Channel 
Number

Integer As defined in 
17.3.8.3.3

Specifies the new channel number.

Channel 
Switch Count

Integer 0–255 Specifies the number of TBTTs until the channel switch 
event. as described for the Channel Switch Announcement 
element.
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10.3.16.1 MLME-TPCADAPT.request

10.3.16.1.1 Function

This primitive supports the adaptation of transmit power between peer entities as specified in 11.5.4.

10.3.16.1.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-TPCADAPT.request(
Peer MAC Address,
Dialog Token
)

10.3.16.1.3 When generated

This primitive is generated by the SME to request that a TPC Request frame be sent to a peer entity to
request that entity to report transmit power and link margin information.

10.3.16.1.4 Effect of receipt

On receipt of this primitive, the MLME shall construct a TPC Request frame. This frame shall then be
scheduled for transmission.

10.3.16.2 MLME-TPCADAPT.confirm

10.3.16.2.1 Function

This primitive reports the result of the TPC adaptation procedure.

10.3.16.2.2 Semantics of the service primitive

The primitive parameters are as follows:

MLME-TPCADAPT.confirm(
ResultCode
)

Name Type Valid range Description

Peer MAC 
Address

MACAddress Any valid indi-
vidual or group 
MAC Address

The address of the peer MAC entity to which the TPC 
request shall be set.

Dialog Token Integer 0–255 The dialog token to identify the TPC transaction.
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10.3.16.2.3 When generated

This primitive is generated by the MLME when the TPC adaptation procedure completes.

10.3.16.2.4 Effect of receipt

The SME is notified of the results of the TCP adaptation procedure.

11. MLME

Insert 11.5 through 11.6.7.2 after 11.4  as follows and renumber figures and tables, as appropriate:

11.5 TPC procedures

ERC/DEC/(99)23 requires RLANs operating in the 5 GHz band to use transmitter power control, involving
specification of a regulatory maximum transmit power and a mitigation requirement for each allowed chan-
nel, to reduce interference with satellite services. This amendment describes such a mechanism, referred to
as transmit power control (TPC).

This subclause describes TPC procedures that may be used to satisfy these and similar future regulatory
requirements in Europe. The procedures may also satisfy comparable needs in other regulatory domains and
other frequency bands and may be useful for other purposes (e.g., reduction of interference, range control,
reduction of power consumption).

STAs shall use the TPC procedures defined in this subclause if dot11SpectrumManagementRequired is true.
dot11SpectrumManagementRequired shall be set to TRUE when regulatory authorities require TPC. It may
also be set to TRUE in other circumstances. The TPC procedures provide for the following:

— Association of STAs with an AP in a BSS based on the STA’s power capability (see 11.5.1).

— Specification of regulatory and local maximum transmit power levels for the current channel (see
11.5.2).

— Selection of a transmit power for each transmission in a channel within constraints imposed by regu-
latory and local requirements (see 11.5.3).

— Adaptation of transmit power based on a range of information, including path loss and link margin
estimates (see 11.5.4).

For the purposes of TPC, the following statements apply:

— A STA with dot11SpectrumManagementRequired set to TRUE shall not operate in a BSS or IBSS
unless the Spectrum Management bit is set to 1 in the Capability Information field in Beacon frames
and Probe Response frames received from other STAs in the BSS or IBSS, with the following
exception.

Name Type Valid range Description

ResultCode Enumeration SUCCESS,
INVALID 
PARAMETERS, 
or
UNSPECIFIED 
FAILURE

Reports the outcome of a request to send a TPC Request 
frame.
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— A STA may operate when the Spectrum Management bit is set to 0 if the STA can determine that it is
in a regulatory domain that does not require TPC or can ensure that it will meet regulatory require-
ments even if TPC is not employed. Potential methods for determining the regulatory domain
include receiving a country indication in the beacon, user confirmation, or configuration information
within the device. Potential methods to ensure regulations are met even if TPC is not employed
include using a transmit power that is below the legal maximum (including any mitigation factor).

— A STA shall set dot11SpectrumManagementRequired to TRUE before associating with a BSS or
IBSS in which the Spectrum Management bit is set to 1 in the Capability Information field in Beacon
frames and Probe Response frames received from the BSS or IBSS.

— APs may allow association of devices that do not have the Spectrum Management bit set to 1 in the
Capability Information field in Association Request frames and Reassociation Request frames
received from the STA to account for the existence of legacy devices that do not support TPC, but do
meet regulatory requirements.

11.5.1 Association based on transmit power capability

A STA shall provide an AP with its minimum and maximum transmit power capability for the current chan-
nel when associating or reassociating, using a Power Capability element in Association Request frames or
Reassociation Request frames.

An AP may use the minimum and maximum transmit power capability of associated STAs as an input into
the algorithm used to determine the local transmit power constraint for any BSS it maintains. The specifica-
tion of the algorithm is beyond the scope of this amendment.

An AP may reject an association or reassociation request from a STA if it considers the STA’s minimum or
maximum transmit power capability is unacceptable. For example, a STA’s power capability might be
unacceptable if it violates local regulatory constraints or increases the probability of hidden stations by a
significant degree. The criteria for accepting or rejecting an association or reassociation on the basis of
transmit power capability are beyond the scope of this amendment.

11.5.2 Specification of regulatory and local maximum transmit power levels

A STA shall determine a regulatory maximum transmit power for the current channel. The STA shall use the
minimum of the following:

— Any regulatory maximum transmit power received in a Country element from the AP in its BSS or
another STA in its IBSS and

— Any regulatory maximum transmit power for the channel in the current regulatory domain known by
the STA from other sources.

A STA shall determine a local maximum transmit power for the current channel. The STA shall use the min-
imum of the following:

— Any local maximum transmit power received in the combination of a Country element and a Power
Constraint element from the AP in its BSS or another STA in its IBSS and

— Any local maximum transmit power for the channel regulatory domain known by the STA from
other sources.

Any calculation of the local maximum transmit power for the channel shall ensure the mitigation require-
ments for the channel in the current regulatory domain can be satisfied. The conservative approach is to set
the local maximum transmit power level equal to the regulatory maximum transmit power level minus the
mitigation requirement. However, it may be possible to satisfy the mitigation requirement using a higher
local maximum transmit power level. A lower local maximum transmit power level may be used for other
purposes (e.g., range control, reduction of interference).
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The regulatory and local maximum transmit powers may change in a STA during the life of a BSS. How-
ever, network stability should be considered when deciding how often or by how much these maximums are
changed. The regulatory and local maximum transmit powers shall not change during the life of an IBSS.

An AP in a BSS and a STA in an IBSS shall advertise the regulatory maximum transmit power for the cur-
rent channel in Beacon frames and Probe Response frames using a Country element. An AP in a BSS and a
STA in an IBSS shall advertise the local maximum transmit power for the current channel in Beacon frames
and Probe Response frames using the combination of a Country element and a Power Constraint element.

11.5.3 Selection of a transmit power

A STA may select any transmit power for transmissions in a channel within the following constraints:

— A STA shall determine a regulatory maximum transmit power and a local maximum transmit power
for a channel in the current regulatory domain before transmitting in the channel.

— An AP shall use a transmit power less than or equal to the regulatory maximum transmit power level
for the channel. However, the AP shall also ensure the regulatory mitigation requirement is met.

— A STA that is not an AP shall use a transmit power less than or equal to the local maximum transmit
power level for the channel.

11.5.4 Adaptation of the transmit power

A STA may use any criteria, and in particular any path loss and link margin estimates, to dynamically adapt
the transmit power for transmissions of an MPDU to another STA. The adaptation methods or criteria are
beyond the scope of this amendment.

A STA may use a TPC Request frame to request another STA to respond with a TPC Report frame contain-
ing link margin and transmit power information. A STA receiving a TPC Request frame shall respond with a
TPC Report frame containing the power used to transmit the response in the Transmit Power field and the
estimated link margin in a Link Margin field.

An AP in a BSS or a STA in an IBSS shall autonomously include a TPC Report element with the Link Mar-
gin field set to 0 and containing transmit power information in the Transmit Power field in any Beacon
frame or Probe Response frame it transmits. 

11.6 DFS procedures

ERC/DEC/(99)23 requires RLANs operating in the 5 GHz band to implement a mechanism to avoid co-
channel operation with radar systems and to ensure uniform utilization of available channels. This
amendment describes such a mechanism, referred to as dynamic frequency selection (DFS).

This subclause describes DFS procedures that may be used to satisfy these and similar future regulatory
requirements in Europe. The procedures may also satisfy comparable needs in other regulatory domains and
frequency bands and may be useful for other purposes.

STAs shall use the DFS procedures defined in this subclause if dot11SpectrumManagementRequired is true.
dot11SpectrumManagementRequired shall be set to TRUE when regulatory authorities require DFS. It may
also be set to TRUE in other circumstances. The DFS procedures provide for the following:

— Associating STAs with an AP in a BSS based on the STAs’ supported channels (see 11.6.1).

— Quieting the current channel so it can be tested for the presence of radar with less interference from
other STAs (see 11.6.2).

— Testing channels for radar before using a channel and while operating in a channel (see 11.6.3).
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— Discontinuing operations after detecting radar in the current channel to avoid further interfering with
the radar (see 11.6.4).

— Detecting radar in the current and other channels based on regulatory requirements (see 11.6.5).

— Requesting and reporting measurements in the current and other channels (see 11.6.6).

— Selecting and advertising a new channel to assist the migration of a BSS or IBSS after radar is
detected (see 11.6.7).

For the purposes of DFS, the following statements apply:

— A STA with dot11SpectrumManagementRequired set to TRUE shall not operate in a BSS or IBSS
unless the Spectrum Management bit is set to 1 in the Capability Information field in Beacon frames
and Probe Response frames received from other STAs in the BSS or IBSS, with the following
exception.

— A STA may operate when the Spectrum Management bit is set to 0 if the STA can determine that it is
in a regulatory domain that does not require DFS or can ensure that it will meet regulatory require-
ments even if DFS is not employed. Potential methods for determining the regulatory domain
include receiving a country indication in the beacon, user confirmation, or configuration information
within the device. Potential methods to ensure regulations are met even if DFS is not employed
include independently detecting radar and ceasing operation on channels on which radar is detected.

— A STA shall set dot11SpectrumManagementRequired to TRUE before associating with a BSS or
IBSS in which the Spectrum Management bit is set to 1 in the Capability Information field in Beacon
frames and Probe Response frames received from the BSS or IBSS.

— APs may allow association of devices that do not have the Spectrum Management bit set to 1 in the
Capability Information field in Association Request frames and Reassociation Request frames
received from a STA to account for the existence of legacy devices that do not support DFS, but do
meet regulatory requirements.

11.6.1 Association based on supported channels

A STA shall provide an AP with a list of the channels in which it can operate when associating or reassoci-
ating using a Supported Channels element in Association Request frames or Reassociation Request frames.

An AP may use the supported channels list for associated STAs as an input into an algorithm used to select a
new channel for the BSS. The specification of the algorithm is beyond the scope of this amendment.

An AP may reject an association or reassociation request from a STA if it considers the STA’s supported
channel list is unacceptable. For example, a STA’s supported channel list might be unacceptable if it can
operate only in a limited number of channels. The criteria for accepting or rejecting associations or reassoci-
ations are beyond the scope of this amendment.

11.6.2 Quieting channels for testing

An AP in a BSS may schedule quiet intervals by transmitting one or more Quiet elements in Beacon frames
and Probe Response frames. The AP may stop scheduling quiet intervals or change the value of the Quiet
Period field, the Quiet Duration field, and the Quiet Offset field in Quiet elements as required. Only the most
recently received Beacon frame or Probe Response frame defines all future quiet intervals; therefore, quiet
intervals based on older Beacon frames or Probe Response frames shall be discarded.

Only the STA starting an IBSS may specify a schedule of quiet intervals, by transmitting one or more Quiet
elements in the first Beacon frame establishing the IBSS. All STAs in an IBSS shall continue these quiet
interval schedules by including appropriate Quiet elements in any transmitted Beacon frames or Probe
Response frames.
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Multiple independent quiet intervals may be scheduled, to ensure that not all quiet intervals have the same
timing relationship to TBTT, by including multiple Quiet elements in Beacon frames or Probe Response
frames.

Control of the channel is lost at the start of a quiet interval, and the network allocation vector (NAV) is set
by all the STAs in the BSS or IBSS for the length of the quiet interval. Transmission of any MPDU and any
associated acknowledgment shall be complete before the start of the quiet interval. If, before starting trans-
mission of an MPDU, there is not enough time remaining to allow the transmission to complete before the
quiet interval starts, the STA shall defer the transmission by selecting a random backoff time, using the
present contention window (CW) (without advancing to the next value in the series). The short retry counter
and long retry counter for the MSDU are not affected.

11.6.3 Testing channels for radars

A STA shall not transmit in a channel unless it has been tested for the presence of radars according to
regulatory requirements (see ETSI EN 301 893).

11.6.4 Discontinuing operations after detecting radars

If a STA is operating in a channel and detects radar operating in the channel or accepts that another STA has
detected radar operating  in the channel then the STA shall discontinue transmissions according to regula-
tory requirements (see ETSI EN 301 893).

11.6.5 Detecting radars

The methods to detect radars operating in a channel that satisfy regulatory requirements (see ETSI EN 301
893) are beyond the scope of this amendment.

11.6.6 Requesting and reporting of measurements

A STA may measure one or more channels itself or a STA may request other STAs in the same BSS or IBSS
to measure one or more channels on its behalf, either in a quiet interval or during normal operation.

When requesting other STAs to measure one or more channels, a STA shall use a Measurement Request
frame containing one or more Measurement Request elements. The measurement request may be sent to an
individual or group destination address. Addressing requests to multiple STAs should be used with care to
avoid a reply storm.

The measurement requests effectively allowed by these rules are shown in Table 26a.

Table 26a—Allowed measurement requests

Service set Source of 
request

Destination 
of request

Type of measurement request 
allowed

BSS AP STA Individual or group

STA AP Individual only

STA STA None

IBSS STA STA Individual or group
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A STA that successfully requests another STA to perform a measurement on another channel should not
transmit MSDUs or MMPDUs to that STA during the interval defined for the measurement plus any
required channel switch intervals. In determining this period, a STA shall assume that any required channel
switches take less than dot11ChannelSwitchTime per switch.

A STA that receives a Measurement Request frame from a STA in its BSS or IBSS shall parse the frame’s
Measurement Request elements in order, with measurements starting at the times specified by the Measure-
ment Request elements. A STA may ignore any group addressed Measurement Request frames.

Any result of a measurement request shall be returned without undue delay to the requesting STA in
Measurement Report elements using one or more Measurement Report frames. The result may be the
completed measurement or an indication that the STA is unable to complete the measurement request. 

A STA shall report it is too late to undertake a measurement request if it receives the request after the
specified starting time for the measurement.

A STA shall report it is refusing a measurement request if all of the following conditions exist:

— The STA is capable of undertaking a measurement request,

— The STA does not want to undertake the measurement request at this time, and

— The measurement request is not mandatory (NOTE: measurements are specified as mandatory or
optional in 7.3.2.19).

A STA shall report it is incapable a measurement request if any of the following conditions exists:

— The STA is incapable of undertaking an optional measurement request, or

— The STA does not support the channel specified in a mandatory measurement request, or

— The STA does not support any requested parallel measurements in the same or different channels.

The Measurement Report frames shall contain the same Dialog Token field as the corresponding Measure-
ment Request frame, and each Measurement Report element shall contain the same Measurement Token
field as the corresponding Measurement Request element.

A STA may autonomously report measurements to another STA in its BSS or IBSS using a Measurement
Report frame with a Dialog Token field set to 0 with one or more Measurement Report elements. A STA in
an IBSS may also autonomously report measurements to other STAs in the IBSS using the Channel Map
field in the IBSS DFS element in a Beacon frame or Probe Response frame.

A STA may enable or disable measurement requests or autonomous measurement reports from another STA
by transmitting Measurement Request elements with the Enable bit set to 1 and the Request bit and Report
bit set to 0 or 1, as appropriate. These elements do not require a corresponding Measurement Report element
in a Measurement Report frame. All measurement requests and reports are enabled by default. An AP may
ignore a request to disable a mandatory measurement request. All others requests shall be honored.

11.6.7 Selecting and advertising a new channel

An attempt may be made to move a BSS to a new operating channel. It is an objective that disruption to the
BSS is minimized in this process, although it should be recognized that a channel switch might not success-
fully move all STAs. It should also be stressed that the channel switch process is distinct from the regulatory
requirement to cease transmission on a particular channel in the presence of radar.
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11.6.7.1 Selecting and advertising a new channel in an infrastructure BSS

The decision to switch to a new operating channel in an infrastructure BSS shall be made only by the AP. An
AP may make use of the information in Supported Channel elements and the results of measurements under-
taken by the AP and other STAs in the BSS to assist the selection of the new channel. The algorithm to
choose a new channel is beyond the scope of this amendment, but shall satisfy applicable regulatory require-
ments, including uniform spreading rules and channel testing rules. The AP shall attempt to select a new
channel that is supported by all associated STAs, although it should be noted that this might not always be
possible.

An AP shall inform associated STAs that the AP is moving to a new channel and maintain the association by
advertising the switch using Channel Switch Announcement elements in Beacon frames, Probe Response
frames, and Channel Switch Announcement frames until the intended channel switch time. The AP may
force STAs in the BSS to stop transmissions until the channel switch takes place using the Channel Switch
Mode field in the Channel Switch Announcement element. If possible, the channel switch should be sched-
uled so that all STAs in the BSS, including STAs in power save mode, have the opportunity to receive at
least one Channel Switch Announcement element before the switch. The AP may send the Channel Switch
Announcement frame in a BSS without performing a backoff, after determining the wireless medium (WM)
is idle for one PIFS period.

A STA that receives a Channel Switch Announcement element may choose not to perform the specified
switch, but to take alternative action. For example, it may choose to move to a different BSS.

A STA in a BSS that is not the AP shall not transmit the Channel Switch Announcement element.

11.6.7.2 Selecting and advertising a new channel in an IBSS

DFS in an IBSS is complicated by the following:

— There is no central AP function for collating measurements or coordinating a channel switch. If
STAs make independent decisions to switch channel in the presence of radar, there is a danger that
all STAs will announce a switch to differing channels if several of them detect the radar.

— There is no association protocol that can be used to

— Exchange supported channel information and 

— Determine membership of the IBSS at a given instant for requesting measurements.

— Beaconing is a shared process; therefore, it cannot be guaranteed that a STA that has something to
send (e.g., a channel switch message) will be the next STA to beacon.

The DFS owner service, IBSS DFS element, and Channel Switch Announcement frame address these
complications.

— The DFS owner service provides a central point of coordination for a channel switch. It attempts to
minimize the probability that multiple STAs concurrently decide to switch to different channels. The
DFS Owner field and DFS Recovery Interval field within the IBSS DFS element support the DFS
owner service.

— Each STA shall include a Channel Map field within the IBSS DFS elements that it transmits. The
channel map communicates the STA-supported channel set and basic measurement reports for that
STA.

— The ability to send a Channel Switch Announcement element within a management frame other than
a Beacon frame or Probe Response frame is essential.

The potential for hidden nodes within an IBSS means that the IBSS channel switch protocol is best effort.
All members of an IBSS shall have an individual responsibility to cease transmission on a particular channel
in the presence of radar.
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A STA at which an IBSS is started shall be a DFS owner in that IBSS. That STA shall include its MAC
address in the DFS Owner field of the IBSS DFS element and DFS Recovery Interval field from the
MLME.START.request parameter. The purpose of the DFS owner is to coordinate a channel switch when
required. All STAs within a spectrum-managed IBSS shall have the ability to become DFS owner.

Each STA in an IBSS shall adopt the DFS owner and the DFS owner recovery interval from any valid IBSS
DFS element when the frame contained a matching service set identifier (SSID) and the value of the times-
tamp is later than the STA’s TSF timer. The STA shall include the adopted values within the IBSS DFS
elements it transmits. Because all STAs in an IBSS participate in sending Beacon frames, this process will
always, over a number of beacon intervals, result in a unified view of one DFS owner throughout the IBSS.

If a STA detects radar and wants to attempt a channel switch using the DFS owner, the STA shall broadcast
one or more Measurement Report frames indicating the presence of the radar.

A DFS owner receiving a Measurement Report frame indicating the presence of radar in the current channel
shall select and advertise a new operating channel (including the possibility of no change). The DFS owner
may make use of information received in Channel Map fields and from measurements undertaken by other
members of the IBSS to assist the selection of the new channel. The algorithm to choose a new channel is
beyond the scope of this amendment, but shall satisfy any regulatory requirements, including uniform
spreading rules and channel testing rules. The DFS owner shall attempt to select a new channel that is sup-
ported by all members of the IBSS. It should be noted that this process might be imperfect in that the DFS
owner may have incomplete knowledge and there may be no suitable channel.

The DFS owner shall attempt to make the members of the IBSS aware of the new operating channel by
broadcasting at least one Channel Switch Announcement frame. The DFS owner shall also include the
Channel Switch Announcement element in all Beacon frames, Probe Response frames, or Channel Switch
Announcement frames until the intended channel switch time. A STA that receives a valid Channel Switch
Announcement element shall repeat this element in all Beacon frames and Probe Response frames that it
transmits. The DFS owner may attempt to silence STAs in the IBSS until the channel switch takes place
using the Channel Switch Mode field in the Channel Switch Announcement element. If possible, the channel
switch should be scheduled so that all STAs in the IBSS, including STAs in power save mode, have the
opportunity to receive at least one Channel Switch Announcement element before the switch.

If a STA does not receive a valid Channel Switch Announcement element from the DFS owner within DFS
recovery time measured from the end of the frame within which radar notification was first transmitted by
the STA or received from another STA, then it shall enter a DFS owner recovery mode. In DFS owner
recovery mode, the STA shall assume the role of DFS owner, shall select a new operating channel, and shall
advertise the new channel by transmitting a Channel Switch Announcement frame using the contention res-
olution algorithm defined for beacon transmission at TBTT in 11.1.2.2. The STA shall also include the
Channel Switch Announcement element in all Beacon frames and Probe Response frames until the intended
channel switch time. A STA that is not the DFS owner shall not initiate a channel switch.

If the STA receives a valid Channel Switch Announcement element from another member of the IBSS, the
STA shall leave DFS owner recovery mode prior to the channel switch and adopt the received channel
switch information. If the Channel Switch Announcement element was within a Beacon frame or Probe
Response frame, the STA shall also adopt the DFS owner address from the IBSS DFS element. If the
Channel Switch Announcement element was within a Channel Switch Announcement frame, the STA shall
adopt the DFS owner from the transmitter address (TA) of the received frame.

There are several circumstances when DFS owner recovery is required (e.g., if the original DFS owner has
left the network or if the original measurement report was not received by the initial DFS owner). It should
be noted that DFS owner recovery might temporarily give rise to more than one DFS owner within the IBSS.
This risk is mitigated by the random nature of the IBSS DFS recovery mechanism. However, because all
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STAs in an IBSS participate in sending Beacon frames, over a number of beacon periods, there will be con-
vergence from multiple DFS owners to one DFS owner.

17. Orthogonal frequency division multiplexing (OFDM) PHY specification 
for the 5 GHz band

17.3 OFDM physical layer convergence procedure (PLCP) sublayer

17.3.8 Physical medium dependent (PMD) operating specifications (general)

17.3.8.3 Operating channel frequencies

17.3.8.3.3 Channelization

Change first two rows and insert a new third row in Table 94 as follows:

Delete the first paragraph after Table 94:

Figure 123 shows the channelization scheme for this standard, which shall be used with the FCC U-NII fre-
quency allocation. The lower and middle U-NII sub-bands accommodate eight channels in a total bandwidth
of 200 MHz. The upper U-NII band accommodates four channels in a 100 MHz bandwidth. The centers of
the outermost channels shall be at a distance of 30 MHz from the band’s edges for the lower and middle U-
NII bands, and 20 MHz for the upper U-NII band. 

Table 94—Valid operating channel numbers by regulatory domain and band

Regulatory
domain

Band
(GHz)

Operating channel 
numbers

Channel center 
frequencies (MHz)

United States
CEPT

U-NII lower band
(5.15–5.25)

36
40
44
48

5180
5200
5220
5240

United States
CEPT

U-NII middle band
(5.25–5.35)

52
56
60
64

5260
5280
5300
5320 

CEPT (5.47–5.725) 100
104
108
112
116
120
124
128
132
136
140

5500
5520
5540
5560
5580
5600
5620
5640
5660
5680
5700
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Change the third paragraph after Table 94 as follows:

The center frequency is indicated in Figure 123 for the US frequency channel plan; however, no subcarrier is
allocated on the center frequency as described in Figure 121.

17.3.9 PMD transmit specifications

17.3.9.1 Transmit power levels

Change the first paragraph of 17.3.9.1 as follows:

The maximum allowable output power according to FCC regulations by regulatory domain is shown in
Table 95. 

Change Table 95 as follows:

Table 95—Transmit power level for the United States by regulatory domain

Frequency band
(GHz)

United States
(Maximum output power 
with up to 6 dBi antenna 

gain)
(mW)

CEPT
(EIRP)

5.15–5.25 40 (2.5 mW/MHz) 200 mW

5.25–5.35 200 (12.5 mW/MHz) 200 mW

5.470–5.725 — 1 W

5.725–5.825 800 (50 mW/MHz) —
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Annex A 

(normative) 

Protocol Implementation Conformance Statement (PICS) 
proforma4

A.4 PICS proforma—IEEE Std 802.11, 1999 Edition

A.4.3 IUT configuration

Insert the following at the end of the table in A.4.3:

Insert A.4.12 after A.4.11 as follows:

A.4.12 Spectrum management extensions

4Copyright release for PICS proformas: Users of this standard may freely reproduce the PICS proforma in this annex so that it can be 
used for its intended purpose and may further publish the completed PICS.

Item IUT configuration References Status Support

*CF10 Is spectrum management operation 
supported?

7.3.1.4, 11.6 CF6:O Yes, No

Item IUT configuration References Status Support

SM1 Country, Power Constraint, and transmit 
power control (TPC) Report elements 
included in Beacon and Probe Response 
frames

7.2.3.1, 7.2.3.9, 
7.3.2.9, 
7.3.2.13, 
7.3.2.16

CF9: M Yes, No

SM2 Spectrum Management Capability bit 7.3.1.4 CF9: M Yes, No

SM3 Power Capability and Supported 
Channels elements in Association and 
Reassociation frames

7.2.3.4, 7.2.3.5, 
11.6.1

CF9:M Yes, No

SM4 Action frame protocol for spectrum 
management actions

Measurement Request frame
Measurement Report frame
TPC Request frame
TPC Report frame
Channel Switch Announcement frame

7.3.1.11, 7.4

7.4.1.1
7.4.1.2
7.4.1.3
7.4.1.4
7.4.1.5

CF9:M

CF9:M
CF9:M
CF9:M
CF9:M
CF9:M

Yes, No

Yes, No
Yes, No
Yes, No
Yes, No
Yes, No
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SM5 Measurement requests
Basic request
Clear channel assessment (CCA) 
request

Receive power indication (RPI) 
histogram

Enabling/disabling requests and  
reports

7.3.2.19.1
7.3.2.19.2

7.3.2.19.3

7.3.2.19

CF9:M
CF9:O

CF9:O

CF9:M

Yes, No
Yes, No, N/A

Yes, No, N/A

Yes, No

SM6 Measurement reports
Basic report
CCA report
RPI histogram report
Refusal to measure

7.3.2.20.1
7.3.2.20.2
7. 3.2.20.3
7.3.2.20

CF9:M
CF9:O
CF9:O
CF9:M

Yes, No
Yes, No, N/A
Yes, No, N/A

Yes, No

SM7 Quiet interval
Access point (AP)-defined Quiet 
interval

Station (STA)-defined Quiet interval

STA support for Quiet interval

7.2.3.1, 7.2.3.9, 
7.3.2.21, 11.6.2

7.2.3.1, 7.2.3.9, 
7.3.2.21,11.6.2

7.2.3.1, 7.2.3.9, 
7.3.2.21,11.6.2

(CF1 and 
CF9):M

(CF2 and 
CF9):M

CF9:M

Yes, No

Yes, No

Yes, No

SM8 Association control based on spectrum 
management capability

11.5, 11.6 (CF1 and 
CF9):M

Yes, No

SM9 Association control based on transmit 
power capability

11.5.1 (CF1 and 
CF9):M

Yes, No

SM10 Maximum transmit power Levels
AP determination and communication 
of local maximum transmit power 
level 

STA determination and 
communication of local maximum 
transmit power level

11.5.2

11.5.2

(CF1 and 
CF9):M

(CF2 and 
CF9):M

Yes, No

Yes, No

SM11 Selection of transmit power 11.5.3 CF9:M Yes, No

SM12 Adaptation of transmit power
TPC report in Beacon and Probe 
Response frames

Dynamic transmit power adaptation

11.5.4

11.5.4

CF9:M

CF9:O

Yes, No

Yes, No, N/A

SM13 Testing channels for radars 11.6.3 CF9:M Yes, No

SM14 Detecting and discontinuing operations 
after detection of a radar

11.6.4 CF9:M Yes, No

SM15 Requesting and reporting of 
measurements

11.6.6 CF9:M Yes, No

SM16 Autonomous reporting of radars 11.6.6 CF9:M Yes, No

SM17 Independent basic service set (IBSS) 
dynamic frequency selection (DFS) 
Element including channel map

7.3.2.22 (CF2 and CF9): 
M

Yes, No

SM18 DFS owner function 11.6.7 (CF2 and CF9): 
M

Yes, No

Item IUT configuration References Status Support
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SM19 DFS owner recovery procedure 11.6.7 (CF2 and CF9): 
M

Yes, No

SM20 Channel switch procedure
Transmission of channel switch 
announcement and channel switch 
procedure by an AP

Transmission of channel switch 
announcement and channel switch 
procedure by a STA

Reception of channel switch 
announcement and channel switch 
procedure by a STA

11.6.7

11.6.7

11.6.7

(CF1 and CF9): 
M

(CF2 and CF9): 
M

CF9:M

Yes, No

Yes, No

Yes, No

Item IUT configuration References Status Support
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Annex D

(normative) 

ASN.1 encoding of the MAC and PHY MIB

In “Major Sections” of Annex D, add the following text to the end of the Station Management attributes:

dot11SpectrumManagementTable ::= {dot11smt 8}

In the dot11StationConfig table of Annex D, change the dot11StationConfigEntry sequence list as
follows:

Dot11StationConfigEntry ::= 
SEQUENCE { 

dot11StationID MacAddress,
dot11MediumOccupancyLimit INTEGER,
dot11CFPollable TruthValue,
dot11CFPPeriod INTEGER, 
dot11CFPMaxDuration INTEGER,
dot11AuthenticationResponseTimeOut Unsigned32,
dot11PrivacyOptionImplemented TruthValue,
dot11PowerManagementMode INTEGER,
dot11DesiredSSID  OCTET STRING,
dot11DesiredBSSType  INTEGER,
dot11OperationalRateSet OCTET STRING,
dot11BeaconPeriod  INTEGER,
dot11DTIMPeriod INTEGER,
dot11AssociationResponseTimeOut Unsigned32,
dot11DisassociateReason INTEGER,
dot11DisassociateStation MacAddress,
dot11DeauthenticateReason INTEGER,
dot11DeauthenticateStation MacAddress,
dot11AuthenticateFailStatus INTEGER,
dot11AuthenticateFailStation MacAddress,
dot11MultiDomainCapabilityImplemented TruthValue, 
dot11MultiDomainCapabilityEnabled TruthValue, 
dot11CountryString OCTET STRING, }
dot11SpectrumManagementImplemented TruthValue,
dot11SpectrumManagementRequired TruthValue }

Insert the following elements to the end of the dot11StationConfigEntry element definitions after
dot11CountryString:

dot11SpectrumManagementImplemented OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION

"This attribute, when TRUE, indicates that the station 
implementation is capable of supporting spectrum management. 
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The capability is disabled otherwise. The default value of this 
attribute is FALSE."

::= { dot11StationConfigEntry 24 }

dot11SpectrumManagementRequired OBJECT-TYPE
SYNTAX TruthValue
MAX-ACCESS read-write
STATUS current
DESCRIPTION

"A STA will use the defined TPC and DFS procedures if and only 
if this attribute is TRUE. The default value of this attribute 
is FALSE."

::= { dot11StationConfigEntry 25 }

Insert the following dot11SpectrumManagement table after the end of the dot11MultiDomainCapability
table:

-- ********************************************************************
-- * dot11SpectrumManagement TABLE
-- ********************************************************************

dot11SpectrumManagementTable OBJECT-TYPE
SYNTAX SEQUENCE OF Dot11SpectrumManagementEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

"(Conceptual) table of attributes for spectrum management"
::= {dot11smt 8}

dot11SpectrumManagementEntry OBJECT-TYPE
SYNTAX Dot11SpectrumManagementEntry
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION

"An entry (conceptual row) in the Spectrum Management Table. 
IfIndex - Each 802.11 interface is represented by an ifEntry. 
Interface tables in this MIB are indexed by ifIndex."

INDEX {ifIndex, dot11SpectrumManagementIndex}
::= { dot11SpectrumManagementTable 1 }

Dot11SpectrumManagementEntry ::=
SEQUENCE {

dot11SpectrumManagementIndex Integer32,
dot11MitigationRequirement Integer32, 
dot11ChannelSwitchTime Integer32,
dot11PowerCapabilityMax Integer32,
dot11PowerCapabilityMin Integer32 }

dot11SpectrumManagementIndex OBJECT-TYPE
SYNTAX Integer32
MAX-ACCESS not-accessible
STATUS current
DESCRIPTION
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"The auxiliary variable used to identify instances of the 
columnar objects in the Spectrum Management Table."

::= { dot11SpectrumManagementEntry 1 }

dot11MitigationRequirement OBJECT-TYPE
SYNTAX Integer32
MAX-ACCESS read-write
STATUS current
DESCRIPTION

"This attribute shall indicate the mitigation requirement in dB 
required. The default value of this attribute shall be 3 dB."

::= { dot11SpectrumManagementEntry 2 } 

dot11ChannelSwitchTime OBJECT-TYPE
SYNTAX Integer32
MAX-ACCESS read-write
STATUS current
DESCRIPTION

"This attribute shall indicate assumed channel switch time, 
measured in TUs. The unit of this attribute is TUs. The default 
value of this attribute shall be 2 TUs. The minimum value shall 
be 1 TU."

::= { dot11SpectrumManagementEntry 3 }

dot11PowerCapabilityMax OBJECT-TYPE
SYNTAX Integer32
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"This attribute shall indicate the maximum transmit Power 
Capability of this station. The unit of this attribute is dBm. 
The default value of this attribute shall be 0 dBm."

::= { dot11SpectrumManagementEntry 4 }

dot11PowerCapabilityMin OBJECT-TYPE
SYNTAX Integer32
MAX-ACCESS read-only
STATUS current
DESCRIPTION

"This attribute shall indicate the minimum transmit Power 
Capability of this station. The unit of this attribute is dBm. 
The default value of this attribute shall be -100 dBm."

::= { dot11SpectrumManagementEntry 5 }

-- ******************************************************************
-- * End of dot11SpectrumManagement TABLE
-- ******************************************************************
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